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POVZETEK

Magistrsko delo obravnava alternativne tehnologije decentraliziranih financ (DeFi) kot
mozno alternativo ban¢nim depozitom. Teoreti¢ni del zajema pregled tradicionalnega
finan¢nega sistema, tehnologije veriZzenja blokov, tehnologij decentraliziranih financ in
analizo vodilnih DeFi protokolov. Empiri¢ni del temelji na intervjujih s strokovnjakoma s
podrocja banc¢nistva in tehnologije verizenja blokov. Ugotavlja, da DeFi protokoli ponujajo
potencialno ve¢jo donosnost v primerjavi s tradicionalnimi ban¢nimi depoziti, vendar so
izpostavljeni pomembnim tveganjem, predvsem na podro¢ju varnosti in regulacije. Klju¢no
vlogo pri uspe$ni uporabi DeFi reSitev imajo uporabniska izkusSnja, pravna zascita ter
moznost integracije v obstojeci ban¢ni sektor. Ugotovitve kazejo, da DeFi ponuja privla¢no,
a $e nezrelo alternativo ban¢nim depozitom. Studija zakljuduje, da je za dolgoroéno
uveljavitev DeFi kot alternative ban¢nim depozitom nujna regulacija, razvoj varnostnih
mehanizmov ter krepitev zaupanja uporabnikov.

KLJUCNE BESEDE: decentralizirane finance, banéni depoziti, tehnologija verige blokov,
tveganja, regulacija
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The master's thesis examines alternative decentralized finance (DeFi) technologies as a
potential substitute for bank deposits. The theoretical part provides an overview of the
traditional financial system, blockchain technology, decentralized finance technologies, and
an analysis of leading DeFi protocols. The empirical part is based on interviews with experts
in banking and blockchain technology. It finds that DeFi protocols offer potentially higher
returns compared to traditional bank deposits but are exposed to significant risks, particularly
in the areas of security and regulation. User experience, legal protection, and the possibility
of integration into the existing banking sector play a key role in the successful adoption of
DeFi solutions. The findings indicate that DeFi represents an attractive yet still immature
alternative to bank deposits. The study concludes that for the long-term establishment of
DeFi as an alternative to bank deposits, regulation, the development of security mechanisms,
and the strengthening of user trust are essential.

KEY WORDS: decentralized finance, bank deposits, blockchain technology, risks,
regulation
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1 UvOD

Banke so depozitno-financne ustanove in pomemben del finan¢nega sistema. Ena od
osnovnih funkcij, ki jo imajo, je sprejemanje depozitov varcevalcev in upravljanje z njimi.
Za banke so depoziti varéevalcev tudi ena od oblik zadolZzevanja. Depozit pomeni, da
varcevalec poloZzi denar na ban¢ni raCun, banka pa se pogodbeno obveze, kdaj mu bo denar
vrnila in kaksne obresti bo placala za upravljanje tega denarja (ATVP, brez datuma).

Centralne banke dolo¢ajo obrestne mere, ki vplivajo na celoten finan¢ni sistem, tudi na
var¢evalce (Schiller, 2022). V Sloveniji se varcevalci trenutno soocajo z izredno nizkimi
obrestnimi merami na depozite (Zveza potrosnikov Slovenije, brez datuma). Varcevalci se
sami odlocajo, kako bodo upravljali svoje depozite, ki so del SirSega pojma osebnih financ,
katerih glavna komponenta je upravljanje z njimi. Medtem ko je to za nekatere varCevalce
zelo stresno, pa za druge predstavlja zmoznost doseci finan¢no in socialno varnost ter
samostojnost (Muske in Winter, 2004). MoZnost nalaganja kapitala in njegovega upravljanja
z dobo interneta in tehnoloskim prebojem ni ve¢ namenjeno samo bogatim, ki so neko¢ bili
edini predstavniki na trgu kapitala, ampak je mozen dostop vsem investitorjem, tudi
majhnim varcevalcem (Balkovec, 2000).

Decentralizirane finance (angl. Decentralized Finance, v nadaljevanju DeFi), ki temeljijo na
tehnologiji verizenja blokov, s svojim hitrim razvojem ponujajo alternativo tradicionalnemu
finanénemu sistemu (Busayatananphon in Boonchieng, 2022). DeFi protokoli, kot so
MakerDAO, Aave in Compound, med drugim omogocajo varCevalcem, da svoje depozite
prenesejo na protokol verige blokov (angl. Blockchain Protocol) in s tem zasluZijo donos za
kripto depozit, kot bi na banki za fiat depozit. Donos zasluzijo zaradi zagotavljanja
likvidnosti v protokolu (Shah in drugi, 2023).

Raziskave so pokazale, da DeFi ponujajo transparentnost, varnost in enostaven dostop do
globalnih finan¢nih storitev, kar omogoca posameznikom, da izkoristijo donose brez
posrednikov, ki bi zaraCunavali dodatne stroske (Busayatananphon in Boonchieng, 2022).

V magistrskem delu Zelim pregledati literaturo o tradicionalnem financnem sistemu,
tehnologiji verizenja blokov in DeFi. Raziskati in poudariti Zelim tveganja in izzive, ki so
prisotni v tradicionalnem finan¢nem sistemu, kot tudi v DeFi. Poleg tega bom preucil
metodologijo, ki je bila uporabljena v znanstvenih in strokovnih delih za dolocanje tveganj
v DeFi. Zaradi hitrega napredka in malo regulatorne ter zakonodajne podlage v primerjavi s
tradicionalnimi financami, je pravilno dolocanje tveganj klju¢no za varno in vzdrzno rast
DeFi.

Na trgu je veliko DeFi protokolov in zaradi preglednosti ter ¢im boljSega dostopa do
podatkov, se bom osredotocal na najvecje tri protokole po skupni zaklenjeni vrednosti (angl.



Total Value Locked). Predstavil bom upravljanje, delovanje, poslovni model in moznost
donosa na depozit v protokolu.

Skupaj z zgoraj omenjenimi dejavniki bom v raziskavi preucil, ali lahko funkcionalnost
sluZzenja obrestnih mer za kripto depozit v DeFi, sluzi kot u€inkovita alternativa ban¢nim
depozitom. Poudarek bom namenil uporabniski izku$nji, regulaciji in pravni zasciti
uporabnikov, varnosti in tveganjem, poslovnemu modelu tradicionalnega ban¢nistva in DeFi
ter integraciji tehnologij DeFi v banke. To so klju¢ne stvari, ki so var¢evalcem pomembne,
ko se odloc¢ajo o alternativnih resitvah bancnim depozitom. V zaklju¢ku bom povzel klju¢na
spoznanja, ugotovitve in dosezene rezultate moje raziskave. Na podlagi uporabljenega
pristopa bom predlagal tudi nadaljnje korake za izboljSanje in razvoj na tem podrocju.

Skozi magistrsko delo Zelim raziskati podro¢je tehnologije veriZenja blokov in tehnologije
DeFi, ki ponujajo alternativno moznost za ban¢ni depozit. Upravljanje osebnih financ in
spremljanje vseh mozZnosti, ki so na trgu, jemljem kot intelektualni izziv, ki zadeva vsakega
posameznika, ki zeli poskrbeti za socialno, osebno in financno varnost sebe ali svoje druZine.
Gre za kompleksno podrocje, saj imamo varcevalci zelo oseben in subjektiven odnos do nase
lastnine in zato ga je treba naslavljati analitino in objektivno. S pridobljeno analizo bo
magistrsko delo sluzilo kot dober vodic za tiste, ki so odprti do alternativnih moznosti za
donose na depozit, ki jih danes ponujajo protokoli DeFi.

Namen magistrskega dela je ugotoviti trenutno stanje DeFi tehnologij in preuciti ali lahko
tehnologije DeFi, sluzijo kot alternativa banénemu depozitu in podati predloge za nadaljni
razvoj DeFi protokolov.

Prvi cilj je na podlagi primarnih podatkov, zbranih v okviru izvedene kvalitativne raziskave,
analiza tehnoloSke moznosti za kripto depozit v DeFi, kot alternativa bancnim depozitom,
ki je smiselna in ustrezna z regulatornega vidika, vidika uporabe za posameznika, varnosti,
donosa in tveganja, ki ga s tem sprejme. Drugi cilj je s pomocjo teorij vezanih na to podrocje
in empiri¢ne raziskave analiza prednosti in slabosti DeFi depozitov v primerjavi z bancnimi
depoziti ter podati predloge, ki bodo uporabni za nadaljnji razvoj DeFi. Klju¢no je, da bodo
predlogi premisljeno sestavljeni in realno uporabni.

Ob navedenem namenu in ciljih bom v magistrskem delu odgovoril na temeljno raziskovalno
vprasanje, ki se glasi: »Ali znotraj protokolov DeFi obstaja tehnoloSka moznost za
alternativo ban¢nim depozitom?«.

Magistrsko delo bo sestavljeno iz teoreticnega in empiricnega dela. Pri sami izdelavi
magistrskega dela bom uporabil razlicne metode dela. Uporabljene bodo metoda deskripcije,
s katero bom predstavil definicije tujih in domacih avtorjev, metoda kompilacije, saj bom
povzemal nekatera spoznanja in stalisca drugih avtorjev ter empiricno metodo znanstvenega
raziskovanja.



V magistrskem delu bom uporabil primarne in sekundarne podatke. V prvem delu bom
uporabil sekundarne podatke in pregledal teoreti¢no literaturo o tradicionalnem finan¢nem
sistemu, tehnologiji verizenja blokov, pametnih pogodbah in DeFi.

V drugem delu bom s pomoc¢jo empiricne metode zbral primarne podatke. S kvalitativno
raziskavo bom opravil delno strukturirana intervjuja s strokovnjakoma s tega podrocja.
Podatke bom uporabil za dodatno analizo tehnologij DeFi kot alternative ban¢nemu depozitu
in jih primerjal z Ze obstojeimi Studijami s tega podroc¢ja. Doloc¢il bom pozitivne ter
negativne lastnosti protokolov, kot alternativo ban¢nemu depozitu. Na podlagi rezultatov
bom v diskusiji predstavil kljuéne ugotovitve in priporo€ila ter omejitve za nadaljnjo
raziskovanje.

Omejitve raziskave so omejen dostop do nekaterih sekundarnih podatkov zaradi
obcutljivosti finan¢nih informacij in hitrih sprememb v DeFi sektorju, ki lahko vplivajo na
aktualnost zbranih podatkov in ugotovitev.

2 TRADICIONALNI FINANCNI SISTEM

Tradicionalni finan¢ni sistem predstavlja temelj globalnega gospodarstva in vkljucuje
razli¢ne financne institucije, finan¢ne trge in finan¢ne instrumente, ki delujejo pod nadzorom
centralnih bank in drugih finan¢nih regulatorjev. Ta sistem zagotavlja centralizirano
regulacijo in stabilnost, kar je klju¢no za zaupanje v financ¢ne trge in gospodarstvo kot celoto.
Glavni akterji v tem sistemu so banke, centralne banke, investicijske druzbe ter drugi
finan¢ni posredniki (Ribnikar, 2003).

Delovanje finan¢nih trgov je mozno zaradi financ¢nih institucij, saj te omogocajo prenos
denarja od subjektov s preseznimi denarnimi kapacitetami, k tistim, ki imajo produkcijske
nalozbene priloznosti. Finan¢ne insitucije tako igrajo klju¢no vlogo pri izboljSanju
ucinkovitosti gospodarstva (Mishkin in Eakins, 2023).

Finan¢ne institucije delimo na financne posrednike in agentske financne institucije.
Finan¢ne posrednike lo¢imo na: depozitne in nedepozitne finan¢ne posrednike, odvisno od
tega, ali zbirajo finan¢na sredstva z ban¢nimi vlogami ali ne. Primer depozitnih finan¢nih
posrednikov so poslovne banke. V tradicionalnem finan¢nem sistemu imajo te banke vlogo
kot posredniki med varcevalci in posojilojemalci. Poslovne banke sprejemajo depozite od
subjektov z denarnimi presezki ter ta sredstva uporabijo za odobritev posojil subjektom, ki
teh presezkov nimajo. Dohodek ustvarjajo predvsem z razliko med obrestnimi merami na
depozite in obrestnimi merami na posojila. Poslovne banke zagotavljajo tudi vrsto drugih
finan¢nih storitev, kot so placilni sistemi, storitve za upravljanje premoZenja ter izdajanje
finan¢nih instrumentov (Mishkin, 2016).

Poleg poslovnih bank so pomembni tudi drugi finan¢ni posredniki, kot so investicijske
banke, zavarovalnice in pokojninski skladi. Investicijske banke financirajo podjetja prek



izdajanja vrednostnih papirjev, zavarovalnice pa zagotavljajo zasScito pred financnimi
tveganji. Pokojninski skladi omogocajo varCevanje in dolgorocno investiranje za
posameznike (Cecchetti in Schoenholtz, 2015).

2.1 Funkcija finanénih trgov in finan¢nih posrednikov

Kot navajata Mishkin in Eakins (2023), se preko finan¢nih trgov premikajo sredstva od
subjektov, ki so privarCevala presezna sredstva z manjSo porabo od svojih prihodkov, k
tistim, ki jim primanjkuje sredstev. Kot je prikazano na sliki 1, se tisti, ki imajo presezke in
posojajo sredstva, nahajajo na levi strani, tisti, ki si morajo izposoditi sredstva za financiranje
svojih izdatkov, pa na desni. PusCice kazejo, da sredstva teCejo od varcevalcev k
posojilojemalcem preko dveh poti. Pri neposrednem financiranju si posojilojemalci
neposredno izposojajo sredstva od posojilodajalcev na finan¢nih trgih s prodajo vrednostnih
papirjev. Po drugi strani pri posrednem financiranju finan¢ni posredniki - poslovne banke
upravljajo in izposojajo sredstva od varCevalcev in jih nato preko posojil posojajo naprej

posojilojelamcem.
Slika 1: Neposredno in posredno financiranje
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:
o
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Vir: prirejeno po Mishkin in Eakins (2023).
Struktura finan¢nih trgov - direktne finance (Mishkin in Eakins, 2023):

- Trgi dolzniskih in lastniS$kih vrednostnih papirjev. Sredstva na finan¢nem trgu se
pridobijo z izdajo dolzniskih instrumentov (obveznice, krediti) z obrestmi do zapadlosti



ali z izdajo delnic, ki predstavljajo lastniStvo podjetja in prinaSajo dividende brez roka
zapadlosti.

Primarni in sekundarni trgi. Primarni trg je finan¢ni trg, na katerem se novi vrednostni
papirji, kot so obveznice ali delnice izdajo s strani drzav ali podjetij in prodajo kupcem
na trgu. Sekundarni trg je finan¢ni trg, na katerem se lahko preprodajajo Ze izdani
vrednostni papirji. Izdajanje vrednostnih papirjev na primarnem trgu po navadi vodijo
investicijske banke ali za to specializirane finan¢ne institucije.

Borzni in izvenborzni trgi. Sekundarni trgi delujejo na dva nacina: preko borz, kot je
Newyorska borza vrednostnih papirjev, kjer se transakcije izvajajo centralizirano preko
ene lokacije. Po drugi strani pa se predvsem obveznice prodajajo preko izvenborznih
trgov, kjer trgovci preko trgovalnih sistemov ponujajo konkurencne cene brez
centralizirane lokacije.

Struktura finan¢nih posrednikov - indirektne finance (Mishkin in Eakins, 2023):

Finan¢ni posredniki, ki izboljSujejo delovanje financnih trgov s tem, da zagotavljajo
storitve, ki znizujejo stroSke, upravljajo tveganja in reSujejo informacijske tezave.
Posredno financiranje vkljucuje finan¢ne posrednike, ki delujejo kot posredniki med
posojilodajalci-varcevalci in posojilojemalci-porabniki. Ti posredniki si izposojajo
sredstva od var¢evalcev in jih nato posojajo posojilojemalcem.

Klju¢ne prednosti finan¢nih posrednikov so zmanjSevanje transakcijskih stroSkov z
izkoris€anjem ekonomije obsega ter zagotavljanje likvidnostnih storitev. Poleg tega
posredniki z diverzifikacijo sredstev in zmanjSevanjem izpostavljenosti posameznim
tveganjem naredijo poslovanje manj tvegano.

Finan¢ni posredniki prav tako reSujejo problema asimetri¢nih informacij. Prvi je
adverzna selekcija, ko tvegani posojilojemalci iS¢ejo posojila. Drugi problem je moralno
tveganje, ko se posojilojemalci po prejemu posojila zanejo ukvarjati z bolj tveganimi
dejavnostmi. S preverjanjem in nadzorom posojilojemalcev posredniki zmanjSujejo ta
tveganja.

Ekonomija obsega omogoca finan¢nim institucijam, da ponujajo vec storitev in znizujejo
stroske z uporabo istih informacijskih virov. Vendar to lahko vodi do konflikta interesov,
kjer razli¢ni cilji lahko privedejo do zavajajocih ali prikritih informacij, kar negativno
vpliva na u¢inkovitost trga.

Glede na tipe finan¢nih posrednikov, poznamo (Mishkin in Eakins, 2023):

depozitne institucije (poslovne banke);
pogodbene varcevalne institucije (zavarovalnice, pokojninski skladi);
investicijske posrednike.



2.2 Tveganja v tradicionalnih financah

Varnost depozitov je tesno povezana s tveganji, ki so prisotni v tradicionalnem finan¢nem
sistemu. Analiza tveganj v tradicionalnih financah bo omogocila izhodis¢e za primerjavo s
tveganji, ki jih prinasa uporaba alternativnih tehnologij DeFi za ban¢ne depozite, kar je
predstavljeno v nadaljevanju magistrskega dela.

Tradicionalni finan¢ni sistem se sooca s Stevilnimi tveganji, ki lahko ogrozijo stabilnost
finan¢nih institucij in negativno vplivajo na gospodarstvo. Ta tveganja so posledica strukture
poslovanja finan¢nih institucij, makroekonomskih sprememb in dinami¢ne narave finan¢nih
trgov. Med klju¢na tveganja sodijo likvidnostno, kreditno, trzno in operativno tveganje, ki
lahko vplivajo na uspesnost finan¢nih institucij ter njihovo odpornost na financne Soke
(Burton in Brown, 2014).

2.2.1 Likvidnostno tveganje

Likvidnostno tveganje nastane, kadar finan¢ne institucije nimajo zadostnih likvidnih
sredstev za izpolnitev svojih kratkorocnih obveznosti. To tveganje je zlasti prisotno pri
bankah, ki imajo na eni strani obveznost do varCevalcev (depoziti), na drugi strani pa so
vkljucene v dolgoro¢ne posojilne pogodbe. V obdobju nenadnih zahtev po dvigu depozitov
lahko banke postanejo nelikvidne, kar privede do t. i. ban¢ne panike. Likvidnostno tveganje
se je povecalo med globalno finan¢no krizo leta 2008, ko je propad finan¢nih institucij
povzrocCil motnje na kreditnih trgih (Acharya in drugi, 2009).

V odziv na to je leta 2015 v Bruslju zacel delovati Enotni mehanizem za reSevanje (angl.
Single Resolution Mechanism), ki je mehanizem za reSevanje in obvladovanje finan¢nih
tezav bank. Ustanovljen je bil kot del SirSega projekta za vzpostavitev Banéne unije v
Evropski uniji, s ¢imer se je Zelelo okrepiti stabilnost in zaupanje v ban¢ni sektor po finan¢ni
krizi (Banka Slovenije, brez datuma). Cilj Enotnega mehanizma za reSevanje je zagotoviti
usklajen in ucinkovit pristop k reSevanju bank na ravni Evropske unije. Njegova naloga je
zagotavljanje likvidnosti v izrednih razmerah. To pomeni, da Evropska centralna banka,
finan¢nim institucijam v kriznih situacijah zagotovi likvidnost, s ¢imer prepreci Sirjenje
panike in zagotovi stabilnost finan¢nega sistema (Benediktsdottir in drugi, 2011).

2.2.2  Kreditno tveganje

Kreditno tveganje pomeni, da posojilojemalci ne bodo sposobni izpolniti svojih finan¢nih
obveznosti. Neplacila posojil lahko ogrozijo finan¢no stabilnost bank, saj te institucije
ustvarjajo pomemben delez svojih prihodkov prav iz posojilnih obresti. Globalna financna
kriza leta 2008 je bila mocno povezana s kreditnim tveganjem, saj so posojilojemalci
mnozi¢no neplacevali hipotekarna posojila, kar je povzrocilo propad nepremi¢ninskega trga
in propad Stevilnih finan¢nih institucij (Evropska komisija, 2021).



Finan¢ne institucije za obvladovanje kreditnega tveganja uporabljajo razli¢ne ukrepe, kot so
natancno ocenjevanje kreditne sposobnosti posojilojemalcev, oblikovanje rezerv za
potencialna neplacila ter zahteve po zavarovanju posojil. V zadnjih letih so regulatorji uvedli
vi§je kapitalske zahteve, ki so namenjene obvladovanju kreditnih tveganj in preprecevanju
finan¢nih kriz (Acharya in drugi, 2009).

2.2.3  Trzno tveganje

Trzno tveganje izhaja iz nihanja cen finan¢nih instrumentov, kot so obveznice, delnice,
denarne valute in izvedeni finan¢ni instrumenti. Spremembe v obrestnih merah, inflaciji,
povpraSevanju in ponudbi ter $irSih makroekonomskih dejavnikih lahko vplivajo na vrednost
teh instrumentov in s tem na uspesnost finan¢nih institucij (Giiriinlii in drugi, 2019).

Za obvladovanje trznega tveganja financne institucije pogosto uporabljajo strategije
diverzifikacije portfeljev in kritja z izvedenimi finan¢nimi instrumenti, kot so opcije in
terminske pogodbe. Prav tako institucije vzpostavljajo sisteme za spremljanje trznih tveganj
v realnem casu, da lahko hitro reagirajo na trzne spremembe (Harvey in drugi, 2021).

2.2.4  Operativno tveganje

Operativno tveganje se nanasa na tveganja, povezana z notranjimi procesi, sistemi in
Cloveskimi napakami v finan¢nih institucijah. Med tovrstna tveganja sodijo napake v
poslovanju, napadi kibernetske varnosti, goljufije in tehni¢ne napake. Zaradi digitalizacije
in vse vecje uporabe tehnologije v financnem sektorju postaja operativno tveganje vse bolj
pomembno. Kibernetski napadi, napake v programski opremi in nepravilnosti v obdelavi
podatkov lahko povzroc¢ijo velike finan¢ne izgube ali celo sistemske motnje. Financne
institucije uporabljajo vrsto ukrepov za zmanjSanje operativnih tveganj, vklju¢no z
vzpostavitvijo notranjih kontrol, revizij ter nalozb v kibernetsko varnost in sisteme za varno
obdelavo podatkov. Prav tako morajo imeti institucije vzpostavljene nacrte za obvladovanje
tveganj in zagotavljanje neprekinjenega poslovanja v primeru vecjih motenj (Robertson,
2015).

3 TEHNOLOGIJA VERIZENJA BLOKOV

V drugem poglavju je predstavljen tradicionalni finan¢ni sistem, ki opravlja funkcije
finan¢nega posrednisStva in zagotavlja razli¢ne vrste ban¢nih storitev. V tretjem poglavju je
predstavljena tehnologija za mozno alternativo sedanjemu finan¢nemu sistemu, ki kljub
tehnoloskemu napredku in digitalizaciji za svoje delovanje Se vedno potrebuje veliko
posrednikov. V tem poglavju je podrobneje predstavljena tehnologija verizenja blokov, ki
omogoca decentralizirane procese v financah, brez posrednikov.



Tehnologijo veriZzenja blokov lahko opredelimo kot inovativno digitalno tehnologijo, ki
povezuje kriptografske metode, napredno upravljanje s podatki in mehanizme za
zagotavljanje preverljivosti ter varnega belezenja transakcij med udeleZenci v omrezju.
Opredelimo jo lahko tudi kot digitalno knjigo zapisov (angl. Distributed Ledger), ki se
nenehno povecuje. Deluje kot skupna varna baza podatkov, kjer vsak udelezenec hrani svojo
kopijo zapisov. Ti zapisi se lahko posodobijo le ob soglasju vseh udelezencev, ki sodelujejo
v doloceni transakciji. Nato se posamezne transakcije zdruzujejo v bloke, ti bloki pa so med
seboj povezani v verigo. Delovanje poteka tako, da subjekti najprej predlagajo transakcijo,
omrezje vozliS¢ pa jo preveri in po dosezenem soglasju vkljuci v nov blok. Vsi podatki iz
verige blokov se kopirajo na Stevilna razprSena vozlis¢a v omrezju, kar zagotavlja robustnost
in decentraliziranost (Andoni in drugi, 2019).

Tehnologija verizenja blokov za svoje delovanje ne potrebuje centralne avtoritete ali
zaupanja vrednega posrednika. Namesto tega temelji na kolektivnem upravljanju in soglasju
med vozlis¢i. S tem tehnologija verizenja blokov resuje dve stvari: problem zaupanja med
uporabniki in teZavo koncentracije moci v rokah posameznega subjekta (Elrom, 2019).

Vecina ljudi je za tehnologijo veriZzenja blokov prvic€ sliSala po izumu Bitcoina leta 2008.
Nekateri strokovnjaki to tehnologijo opisujejo kot revolucijo, medtem ko drugi zagovarjajo
staliS¢e, da bo njen razvoj bolj evolucijski in da bo preteklo Se veliko ¢asa, preden jo bomo
uporabljali vsakodnevno. Tehnologija verizenja blokov spreminja nacin obdelave in
shranjevanja podatkov ter izvajanje transakcij. Z njo lahko preoblikujemo obstojece
poslovne modele, drzavna upravljanja in druzbene strukture, a njena popolna vkljucenost
zaradi same kompleksnosti tehnologije zahteva ¢as. Veliko je Se namre¢ tehni¢nih izzivov,
regulatornih ovir in potreb po prilagoditvi obstojecih sistemov (Bashir, 2018).

Osnovno delimo tehnologijo verizenja blokov na (Paxos, 2024):

- Omrezja z dovoljenji. To so omreZja z omejenim dostopom, kjer administratorji
nadzorujejo, kdo lahko sodeluje v protokolu.

- Omrezja brez dovoljenj. To so omrezja z odprtim in neomejenim sodelovanjem v
protokolu.

Poznamo $tiri vrste tehnologije verizenja blokov (Paxos, 2024):

- Javni protokol verige blokov: omogoc¢a prosto sodelovanje vsem udelezencem. Vsak
lahko dostopa do podatkov, izvaja transakcije in sodeluje pri potrjevanju. Omrezje je
popolnoma odprto in transparentno, kjer ni omejitev pri vstopu v omrezje.

- Zasebni protokol verige blokov: dostop in sodelovanje sta strogo nadzorovana in
centralizirana. Ta doloca, kdo lahko sodeluje v omrezju in kakSne pravice ima. Vsi
udelezenci morajo biti preverjeni in potrjeni.

- Konzorcijski protokol verige blokov: skupina entitet skupaj upravlja omrezje in doloc¢a
pravila sodelovanja. Udelezenci so vnaprej znani in preverjeni, obi¢ajno gre za povezane
organizacije s skupnimi poslovnimi interesi.



- Hibridni protokol verige blokov: zdruzuje lastnosti odprtega in zaprtega sistema. Del
funkcij je javno dostopen vsem, medtem ko so doloceni deli omrezja dostopni le
pooblasc¢enim udelezencem. To omogoca fleksibilnost pri dolocanju ravni zasebnosti in
dostopa.

3.1 Omrezje

Tehnologija veriZzenja blokov je porazdeljen sistem oziroma omrezje. Definiramo jo lahko
tudi kot tehnologijo porazdeljene glavne knjige, ki se uporablja kot decentralizirana
platforma (Ammous, 2022). Vozlis¢e je posamezna enota v omrezju in deluje kot tocka
komunikacije, obdelave in shranjevanja podatkov. Navadno je to racunalnik s pomnilnikom
in procesorsko moc¢jo. Vsa vozlisca so si sposobna posiljati in sprejemati sporocila med seboj
(Joker.si, brez datuma).

Vozlis¢a v verigi blokov delimo na dve kategoriji, ki opravljata razlicne funkcije za
delovanje omrezja. Prvo skupino predstavljajo rudarji (angl. Miners), ki so odgovorni za
ustvarjanje novih blokov in potrjevanje transakcij. Obenem ustvarjajo (rudarijo) nove enote
kriptovalut. Delujejo v omreZjih, ki temeljijo na dokazu o delu. Drugo skupino sestavljajo
podpisniki blokov (angl. Validators), katerih glavna naloga je preverjanje veljavnosti
transakcij in digitalno podpisovanje novih blokov v omrezju. To zagotavljajo s konsenzom.
Podpisniki blokov delujejo v omrezjih dokaza o delezu (Bashir, 2023).

Vozlisca so lahko postena, pokvarjena ali zlonamerna. Vozlisce, ki kaze iracionalno vedenje,
se imenuje bizantinsko vozli§¢e. Poimenovano je po problemu bizantinskih generalov, ki so
ga prvi¢ opredelili Lamport in drugi (1982). To je racunalniski problem, ki se pogosto
pojavlja pri delovanju tehnologije verizenja blokov. Nedosledno vedenje bizantinskih
vozlis¢ je lahko zlonamerno in Skoduje delovanju celotnega omrezja. Problem nastane pri
potrjevanju transakcij, kjer niso vsa vozli§¢a zaupanja vredna. Zato razli¢ne tehnologije
verizenja blokov uporabljajo razli¢ne tehnike za preverjanje in potrjevanje transakcij.
Najbolj znana sta algoritma oziroma mehanizma soglasja: sistem dokaza o delu (angl. Proof
of Work), ki se uporablja za delovanje omrezja Bitcoin in sistem dokaza o delezu (angl.
Proof of Stake), ki se uporablja za delovanje omrezja Ethereum. Ta mehanizma omrezju
pomagata sinhronizirati podatke in ohraniti varnost (Bashir, 2023).

vwe

vozlis€a odpovedo ali se prekinejo omreZzne povezave, mora omreZzje nadaljevati z
obratovanjem. Ta problem je ze dolgo Casa podrocje raziskav o porazdeljenih sistemih.
(Zheng in drugi, 2017).

Na sliki 2 je prikazan manjsi primer omreZja. Ta ima Sest vozliS¢, od katerih je eno (N4)
bizantinsko vozlis¢e, kar lahko vodi do neskladnosti podatkov. L2 je povezava, ki je
prekinjena ali pocasna, kar lahko privede do razdelitve omrezja (Bashir, 2023).



Slika 2: Primer manjSega omrezja
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Vir: prirejeno po Bashir (2018).

Lastnosti omrezja (Bashir, 2023):

Neposredna komunikacija vsakega z vsakim (angl. Peer to Peer). V omrezju ni
centralnega nadzornika ali posrednika, saj vsi udelezenci komunicirajo neposredno drug
z drugim. To omogoca neposredno izmenjavo denarnih transakcij med udeleZenci brez
vkljucevanja tretje osebe (banke).

Porazdeljena glavna knjiga je zbirka podatkov, ki so razprSeni v omrezju racunalnikov
in ni centralizirana. Porazdeljena je med vozlis¢a v omrezju, kjer vsako vozlis¢e hrani
svojo kopijo podatkov.

Kriptografska zavarovanost porazdeljene glavne knjige. Kriptografija s¢iti glavno knjigo
pred manipulacijami. Varnost je zagotavljena zaradi: nezavrnljivosti podatkov,
celovitosti podatkov in avtentikacije izvora podatkov.

Princip samo dodajanja (angl. Append Only) pomeni, da se podatki lahko dodajajo v
verigo blokov le v ¢asovno urejenem zaporedju. Ko so podatki enkrat dodani v verigo
blokov so prakticno nespremenljivi. Teoreti¢no jih je mogoce spremeniti le v primeru,
¢e bi zdruzena vozlis€a uspela pridobiti ve€ kot 51 odstotkov moci celotnega omrezja.
Posodabljanje s konsenzom je ena najpomembnejSih lastnosti tehnologije verizenja
blokov. Zaradi tega je decentralizirana, saj nobena centralna avtoriteta nima nadzora nad
posodabljanjem glavne knjige. Vsaka posodobitev v verigi blokov se preveri po merilih,
ki jih dolo¢a protokol, in se vanjo vnese Sele po tem, ko je med vsemi sodelujocimi
vozIli8¢i v omreZju dosezen konsenz o resnici. Za konsenz se uporabljajo razlicni
algoritmi za doseganje soglasja, ki zagotavljajo, da se vse strani strinjajo o kon¢nem
stanju podatkov in resnici v omrezju. Infrastruktura verige blokov je vecplastna in deluje
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s pomocjo interneta, ki je osnovni komunikacijski sloj za omreZzje. Zaradi interneta deluje
direktna komunikacija vsakega z vsakim in omogoca: transakcije, bloke, mehanizme
konsenza in pametne pogodbe. Vsi ti elementi delujejo skupaj kot en logicen sistem v
okviru sistema vsakega z vsakim.

- Vozlis¢a povezana z verigo blokov izvajajo razlicne operacije, kot so: doseganje
konsenza, preverjanje transakcij in obdelavo podatkov.

Na sliki 3 je prikazano delovanje omrezja verige blokov.

Slika 3: Omrezje verige blokov

Uporabniki/vozliice
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Vir: prirejeno po Bashir (2023).

Blok je skupek transakcij, ki so logi¢no zdruzene in organizirane. Transakcija predstavlja
zapis dogodka, na primer prenos denarja z ra¢una poSiljatelja na racun prejemnika. Blok je
sestavljen iz transakcij, njegova velikost pa se razlikuje glede na vrsto in zasnovo
uporabljene verige blokov. V blok je vkljuceno tudi sklicevanje na prejs$nji blok, razen ¢e
gre za izvorni blok (angl. Genesis Block). Izvorni blok je prvi blok v verigi blokov, ki je
vgrajen v kodo ob prvem zagonu verige blokov. Struktura bloka je prav tako odvisna od
vrste in zasnove verige blokov (Yaga in drugi, 2018).

Glava bloka vsebuje (Bashir, 2023):

- verzijo bloka,;

- zgosceno vrednost prejSnjega bloka, ki zagotavlja pravilen vrstni red blokov;

- koren Merklovega drevesa, ki predstavlja zgoS¢eno vrednost vseh v paru zgoScenih
vrednosti;
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- Casovni Zig;

- nakljucno enkratno Stevilo (angl. Nonce), ki se generira ter uporabi samo enkrat in je
resSitev uganke, ki jo iS¢ejo rudarji pri algoritmu dokaza o delu;

- teZavnost algoritma dokazovanja dela.

Merklov koren (angl. Merkle Root) je zgoscena vrednost vseh vozlis¢ Merklovega drevesa.
Pri tehnologiji veroZenja blokov je za potrjevanje transakcij cilj minimizirati porabo
procesorske moci in hkrati zagotavljati maksimalno raven varnosti. Merklova drevesa se
uporabljajo za preverjanja transakcij, kjer te niso razporejene po zaporednem vrstnem redu,
ampak imajo drevesno strukturo, imenovano Merklovo drevo. V Merklovem drevesu vsako
vozlis¢e vsebuje zgoSfeno vrednost in je povezano s svojim nadrejenim vozlisS¢em v
hierarhi¢nem razmerju star§-otrok. Merklov koren je v verigi blokov prisoten v glavi bloka
in predstavlja zgos¢eno vrednost vseh transakcij v bloku. Zaradi tega je za preverjanje vseh
transakcij potrebno preveriti samo Merklov koren, namesto da bi preverjali vsako transakcijo
posebej (Drescher, 2017). Na sliki 4 je prikazana struktura bloka, ki je sestavljen iz glave
bloka (angl. Block Header) in telesa bloka (angl. Block Body).

Slika 4: Struktura bloka

Zgoscena vrednost prejinjega bloka o
; &
Enkratno stevilo S
. . =
Casovnl Z1g c
&

Merklov koren
G
o
Seznam transakcij g
&

Vir: prirejeno po Antonopoulos in Wood (2018).

3.2 Sestavni deli omreZja
Drescher (2017) pravi, da je omrezje sestavljeno iz pet sestavnih delov:

- Naslov, ki je unikatna oznaka za uporabo v transakcijah verige blokov za oznacCevanje
posiljateljev in prejemnikov. Naslov je javni klju€ ali izpeljan iz javnega kljuca in se
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lahko uporabi veckrat. Da uporabniki preprecijo sledenje in se izognejo povezovanju
transakcij s skupnimi naslovi, lahko za vsako transakcijo ustvarijo nov naslov.

- Transakcija predstavlja prenos vrednosti iz enega naslova na drugega.

- Transakceijski skript za izvajanje omejenih vnaprej dolocenih ukazov in transakcij.

- Navidezni stroj (angl. Virtucal Machine) je okolje za raCunalniSke programe, ki
omogocajo izvajanje pametnih pogodb.

- Pametne pogodbe so programi, ki se izvajajo na vrhu verige blokov in vsebujejo ukaze,
ki se izvedejo samodejno, ko so izpolnjeni vnaprej doloc¢eni pogoji. Pametne pogodbe
niso na voljo pri vseh vrstah verig blokov.

3.2.1 Pametne pogodbe

Koncept pametnih pogodb je Ze leta 1994 prvi predstavil Nick Szabo. Szabo (1994) pametno
pogodbo opredeljuje kot elektronski transakcijski protokol, ki izvrSuje pogoje pogodbe. Cilj
je zadovoljiti pogodbene pogoje in njihovo izvrSevanje brez posrednika. Z njimi je zelel
odpraviti tako zlonamerne kot nenamerne napake ter zmanjSati potrebo po zaupanja vrednih
posrednikih. Pametne pogodbe se lahko implementirajo v katerikoli industriji, vendar je
trenutno najve¢ primerov uporabe povezanih s finanéno industrijo. Ceprav je bila ideja
zasnovana ze v zgodnjih 90-ih letih, je svoj pravi potencial dosegla Sele z izumom Bitcoina
in nadaljnjim razvojem tehnologije verizenja blokov. Leta 2009 je bila v omrezju Bitcoin
implementirana ena prvih prakticnih oblik pametnih pogodb. Transakcije so se lahko

izvajale med uporabniki v omrezju, po principu vsak z vsakim, brez potrebe po zunanjem
posredniku (Nakamoto, 2008).

Pametna pogodba je varen in nespremenljiv racunalniski program, ki predstavlja dogovor
med udeleZzenci ter se samodejno izvaja (Buterin, 2014). Sestavljena je iz mnozice
programske kode in podatkovnih struktur, ki se decentralizirano izvajajo preko kriptografsko
za$Citenih transakcij na omrezju (Bach in drugi, 2024). IzvrSevanje pametne pogodbe poteka
soc¢asno na vseh vozlis¢ih znotraj omrezja. Doseganje soglasja glede novega stanja med
Wood, 2018). Zaradi vgrajene nespremenljivosti kode v verigi blokov lahko pametna
pogodba deluje kot zaupanja vreden samostojni posrednik. Pametne pogodbe lahko izvajajo
zapletene izracune, trajno shranjujejo podatke, upravljajo s stanji in samodejne prenesejo
sredstva med racuni (Buterin, 2014).

Znacilnost pametnih pogodb je njihova predvidljiva narava, kar pomeni, da morajo enaki
vhodni podatki dosledno ustvariti enake izhodne rezultate. Da se izvajajo pravilno, pametne
pogodbe ne morejo delovati s podatki zunaj svojega neposrednega okolja, saj bi to lahko
vodilo v nepredvidljivo delovanje. Pametne pogodbe morajo vedno zagotavljati enak
rezultat ne glede na to, katero vozlis¢e v omreZju jih izvaja. To zagotavlja robustnost in
zanesljivost sistema (Zheng in drugi, 2017).

13



Kljuc¢ne lastnosti pametnih pogodb so (Buterin, 2014):

- Samodejna izvrsljivost. Pogodba se izvrsi samodejno ob izpolnitvi vnaprej doloCenih
pogojev. Ni potrebe po ro¢nem posredovanju ali nadzoru. Izvajanje je nepristransko in
temelji izkljuno na programski kodi. Zaradi programske kode zmanjSuje moZnost
¢loveskih napak in pristranskosti.

- Nespremenljivost. Ko je pametna pogodba namesScena v verigo blokov, je ni mogoce
spreminjati. Zagotavlja varnost in zaupanje med udelezenci. Preprecuje naknadne
manipulacije s pogodbenimi pogoji. Prav tako omogoca sledljivost in sled vseh
transakcij.

- Semanti¢na pravilnost. Natancno mora odrazati namen in dogovor med strankami.
Programska koda mora biti napisana tako, da nedvoumno izraza pogodbene pogoje. Cilj
je predvidljivosti v vseh moznih scenarijih.

- Varnost je zagotovljena z uporabo kriptografskih mehanizmov za zascCito transakcij.
Odporna je proti razlicnim vrstam napadov in manipulacij, kot so nepooblascene
spremembe in dostopi.

3.2.2  Oraklji

Oraklji so ponudniki zunanjih podatkov pametnim pogodbam, saj same dostopa do njih
nimajo. Ker so verige blokov izolirane, so oraklji vmesnik, ki omogoc¢a povezavo med kodo
v pametni pogodbi in zunanjimi viri podatkov. Zagotavljajo, da lahko pametna pogodba
deluje natancno in se izvede, tudi ¢e je odvisna od podatkov zunaj omreZja na katerem je
zgrajena. To omogoca aplikacijam iz razliénih panog nemoteno interakcijo s pdoatki v
resni¢nem svetu. Oraklji zagotavljajo podatke o (Bashir, 2023):

- finan¢nih trgih;

- vremenu,

- novicah iz realnega sveta;

- pametnih napravah s senzorji, ki so povezane z internetom;
- transportu, logistiki in drugih.

Poznamo ve¢ vrst orakljev (Chainlink, brez datuma):

- vhodni oraklji, ki podatke pridobivajo iz resni¢nega sveta in jih dostavljajo v omreZzje;

- izhodni oraklji, ki omogocajo pametnim pogodbam posiljanje ukazov zunanjim
sistemom (sproZzitev ban¢nih placil);

- medverizni oraklji, ki omogocajo branje in pisanje informacij med razli¢nimi omrezji,
zagotavljajo interoperabilnost za prenos podatkov in sredstev ter omogocajo uporabo
sredstev izven njihove izvorne verige;

- racunsko omogoceni oraklji, ki izvajajo varne izracune zunaj omrezja zaradi tehnicnih,
pravnih ali finan¢nih ovir.
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Slika 5 prikazuje osnovni model sistema oraklja in pametne pogodbe.

Slika 5: Sistem oraklja in pametne pogodbe

Podatkovni vir 1 X

N

Podatki s trga Y Orakelj Varen kanal

Podatki o vremenu Z /

Vir: prirejeno po Chainlink (brez datuma).

3.2.3  Decentralizirana avtonomna organizacija

Decentralizirana avtonomna organizacija (angl. Decentralized Autonomous Organization, v
nadaljevanju DAO) je oblika organizacijske strukture brez centralnega vodstva, katere ¢lani
si delijo skupni cilj: delovati v najboljSem interesu organizacije. NajveCkrat DAO
prevzemajo obliko organiziranih skupnosti, ki se same usmerjajo in upravljajo prek
pametnih pogodb, brez prisotnosti centralne avtoritete ali upravljalske hierarhije. DeFi
protokole najbolj pogosto upravljanjo DAO (Axelsen in drugi, 2022).

DAO deluje preko interakcij in koordinacije od spodaj navzgor. Upravljajo jo neodvisni in
racionalni agenti. S takSno organizacijsko strukturo resuje problem principala in agenta ter
s porazdeljenim sistemom upravljanja zmanjSuje tveganje za neracionalne odlocCitve
(Axelsen in drugi, 2022).

V DAO so vsi ¢lani lastniki organizacije in imajo mo¢ odlocanja o njenem razvoju. Obi¢ajno
se predlagane spremembe zapiSejo v obliki predloga za izboljSavo, o katerem se nato javno
glasuje. Clani DAO izrazajo svoje odlo¢itve preko upravljavskih Zetonov po principu vegji
delez Zetonov imas$, sorazmerno ve¢ glasovalnih pravic ima$. Upravljalske Zetone se lahko
tudi trguje na borzah kriptovalut. Odlocitve DAO se izvedejo s spreminjanjem kode pametne
pogodbe (Hassan in De Filippi, 2021).

V akademski literaturi je veliko razprave o prednostih in slabostih decentraliziranega
upravljanja v DAO. Sun in drugi (2024) so ugotovili, da decentralizacija privede do
pocasnejSega odlo¢anja in neucinkovitosti. V praksi je upravljanje tudi nepopolno
decentralizirano, saj pogosto kon¢ne odlocitve sprejemajo razvijalci in ustanovitelji DAO,
ki imajo v lasti najve¢ upravljalskih Zetonov.
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33 Tehnologije decentraliziranih financ

Decentralizirane finance temeljijo na tehnologiji verizenja blokov, ki je predstavljena v
prejSnjem poglavju magistrskega dela. V tem poglavju so predstavljene tehnologije
decentraliziranih financ, ki predstavljajo eno izmed najpomembnejsih inovacij na podroc¢ju
financ. Obravnavani so temeljni pojmi, tehnoloska zasnova, klju¢ne lastnosti, tveganja in
regulativni izzivi. Namen poglavja je podati celovit pregled nad tehnologijami DeFi, ki
omogoCa razumevanje njegovega delovanja in razlik v primerjavi s tradicionalnim
finan¢nim sistemom.

3.3.1 Opredelitev decentraliziranih financ

Od nastanka Bitcoina leta 2008 je tehnologija verizenja blokov moc¢no spremenila
tradicionalne finance. DeFi so omogocile demokratizacijo finan¢nih storitev in ustvarile
nalozbene priloznosti v Zetonske oblike sredstev. Glavna sprememba se je zgodila za
finan¢ne institucije, ki so zmanjSale svojo centralizirano in dominantno vlogo (Zetzsche in
drugi, 2020).

DeFi so decentraliziran finan¢ni sistem, ki temelji na tehnologiji verizenja blokov in
pametnih pogodbah. Gogel (2021) opredeljuje DeFi kot finan¢ne aplikacije za finan¢ne
resitve, zgrajene s pametnimi pogodbami, ki delujejo na tehnologiji verizenja blokov.
Zagotavljajo finan¢ne storitve, kot so placila, posojanje, izposojanje, trgovanje, nalozbe,
zavarovanja in upravljanjem premozenja. So razvijajoCa se oblika finan¢nih storitev in
aplikacij, ki delujejo brez tradicionalnih centraliziranih posrednikov, kot so banke ali druge
finan¢ne institucije (Chen in Bellavitis, 2020).

Prednost DeFi je odprtost in dostopnost. Storitve so na voljo vsem uporabnikom brez
tradicionalnih ovir in postopkov, kot so preverjanje identitete, drzavljanstva in placilne
sposobnosti. Celoten sistem je odprt in vse transakcije so javno preverljive na verigi blokov,
kar povecuje zaupanje med uporabniki in zmanjSuje moZznosti za goljufije (Schir, 2021).

Upravljanje DeFi protokolov poteka preko DAO, kjer lahko uporabniki protokola sodelujejo
pri odlo€anju o spremembah in razvoju. Taks$no upravljanje je druga¢no od tradicionalnega
korporativnega upravljanja, saj omogoca demokratizacijo odlocevalskih procesov v
finan¢nem sektorju (Qin in drugi, 2021).

3.3.2 Tehnologije decentraliziranih financ

Tehnologije DeFi so primarno prisotne na omreZju Ethereum, Ceprav se razvijajo tudi
tehnologije na drugih omrezjih. V DeFi velja temeljno nacelo »koda je zakon«. Vsa pravila
in pogoji delovanja so zapisani v programski kodi pametnih pogodb, ki so po namestitvi na
verigo blokov nespremenljive (Werner in drugi, 2021).
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Tehnologijo DeFi lo€imo na pet slojev (StandICT, 2022):

- poravnalni sloj;
- sloj sredstev;

- protokolni sloj:

- aplikacijski sloj;
- agregacijski sloj.

Primarni sloj tehnologij DeFi, je poravnalni sloj. Njegova funkcija je zagotavljanje soglasja
o zaporedju veljavnih transakcij, ki dolocajo novo stanje v verigi blokov in shranjevanje
podatkov o celotnem stanju vseh pametnih pogodb. Poznamo dve vrsti poravnalnih slojev
(StandICT, 2022):

- Protokol 1. sloja (angl. Layer-1 Protocol), ki uporablja lasten protokol soglasja kot vir
resnice za potrjevanje transakcij.

- Protokol 2. sloja (angl. Layer-2 Protocol), ki je sekundarni sloj. Deluje na vrhu verige
blokov 1. sloja in se uporablja za povecanje hitrosti in SirSo uporabnost. Za potrjevanje
transakcij, ki se izvajajo na tem sloju uporablja protokol soglasja 1. sloja.

Funkcionalnost pametnih pogodb je klju¢na za delovanje sloja sredstev in protokolnega
sloja. Sloj sredstev je sestavljen iz zetonov, ki imajo razli¢ne funkcije. Poznamo uporabniske
zetone za dostop do storitev, upravljalske Zetone za odlo¢anje v protokolu, digitalna potrdila
o pologu sredstev v pametno pogodbo in nezamenljive Zzetone. Za ustvarjanje zetonov se
uporabljajo standardizirane specifikacije pametnih pogodb. Najpogoste;jsi je standard ERC-
20, ki je bil razvit v omrezju Ethereum in ga danes uporablja vecina zdruzljivih omrezij.
Protokolni sloj je odgovoren za delovanje vsake DeFi aplikacije, kjer ena ali ve¢ samostojnih
pametnih pogodb doloca pravila delovanja protokola (StandICT, 2022).

Aplikacijski sloj je spletni uporabniski vmesnik, ki povezuje digitalno denarnico s pametno
pogodbo. Spletni uporabniski vmesnik omogoc¢a varno interakcijo z DeFi protokoli, kjer
digitalne denarnice sluzijo kot orodje za kriptografsko podpisovanje in potrjevanje transakcij
v omrezju (StandICT, 2022).

Na ravni agregacijskega sloja DeFi aplikacije temeljijo na nacelu povezljivosti razli¢nih
protokolov in so zasnovane kot modularni gradniki. To omogoca medsebojno delovanje
pametnih pogodb na razli¢ne nacine. Integracija ve¢ razli¢nih DeFi aplikacij omogoca razvoj
finan¢nih produktov, ki presegajo zmoZnosti posameznega protokola in so v tradicionalnem
finan¢nem sistemu tezko izvedljivi ali celo nemogoci (Harvey in drugi, 2021). Zaradi
integracije lahko pametne pogodbe komunicirajo med seboj in se samodejno izvajajo tudi
med vec protokoli. V primerih, kjer samodejna integracija ni moZna, lahko uporabniki rocno
povezujejo razli¢ne DeFi aplikacije (StandICT, 2022). Slika 6 prikazuje tehnologijo DeFi,
kjer so prikazani agregacijski sloj, aplikacijski sloj, protokolni sloj, sloj sredstev in
poravnalni sloj.
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Slika 6: Tehnologija DeFi

Agregacijski Sle | Agregator 1 | | Agregator 2 | | Agregator 3 |

Aplikacijskisloj ) O ) 101010

Protokolni sloj o o Izvedeni fin. Upravljanje
L Menjalnice Posojanje instrumenti sredstev
Sl()j sredstev Zamenljivi Zetoni: ERC- Nezamenljivi Zetoni:
Sredstvo izvornega 20 ERC-721
. . protokola (ETH)
Poravnalni sloj ‘ Omrezje (Ethereum) |

Vir: prirejeno po Schdr (2021).

3.3.3  Lastnosti decentraliziranih financ
Lastnosti po katerih se DeFi razlikujejo od tradicionalnih financ so (Kitzler in drugi, 2023):

- Delujejo brez skrbnistva (angl. Non Custodial), saj noben posrednik, kot sta banka ali
borzni posrednik, nima v skrbnistvu sredstev uporabnikov.

- So dostopne (angl. Permissionless), saj lahko vsakdo, brez posebnih dovoljenj uporablja
obstojece aplikacije ali razvije nove funkcionalnosti z novo programsko kodo.

- So transparentne, saj lahko vsakdo s potrebnimi tehni¢énim znanjem raziskuje in revidira
stanje protokolov.

- Protokoli DeFi so sestavljivi (angl. Composable), kar omogoc¢a povezano delovanje med
razli¢nimi protokoli.

3.3.4 Tveganja v decentraliziranih financah

Ker so DeFi Se nezrel in hitro rastoci sektor financne industrije, tu obstajajo nova financna
tveganja. Prav tako je ekonomska teorija v ozadju nekaterih DeFi aplikacij eksperimentalne
narave in velikokrat ni dolgoro¢no obstojna. DeFi vklju€ujejo tudi uporabo kriptovalut, ki
imajo velika cenovna nihanja (Weingértner in drugi, 2023).

Klasifikacija tveganj predstavlja metodoloski pristop k sistematicnemu razumevanju in
kategorizaciji razli¢nih vrst tveganj. Teoreti¢ne temelje za tovrstno kategorizacijo je postavil
Markowitz (1952), kjer je vpeljal razliko med sistemati¢nim in nesistemati¢nim tveganjem.
Ta teorija predstavlja osnovo moderne portfeljske teorije. Sistemati¢na tveganja zajemajo
dejavnike, ki vplivajo na celoten trg in na njih posameznik nima vpliva. Med tovrstna
tveganja uvrSs¢amo makroekonomske dogodke, kot so recesije, politicna nestabilnost in
naravne katastrofe. Nasprotno nesistemati¢na tveganja predstavljajo dejavnike tveganja na
katera posameznik ali organizacija lahko vpliva. Slednje vkljucujejo dejavnike, kot so
financne odlocitve, spremembe v vodstveni strukturi, na¢in upravljanja in druge
(Weingirtner in drugi 2023).
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Sistemati¢na tveganja DeFi delimo na (Weingértner in drugi, 2023):

- Trzna tveganja: tveganje trzne manipulacije, trgovalno tveganje, tveganje obrestne mere,
likvidnostno tveganje in valutno tveganje.

- Regulatorna in zakonodajna tveganje.

- Zunanja tehnoloska tveganja: kriptografsko tveganje, tveganje orakljev, tveganje
razsirljivosti in rasti ter protokolno tveganje.

Nesistemati¢na tveganja DeFi delimo na (Weingértner in drugi, 2023):

- Financ¢na tveganja: kreditno tveganje in tveganje nasprotne stranke.

- Operativna tveganja: upravljalsko tveganje, tveganje skladnosti poslovanja, tveganje
odvisnosti, tveganje resni¢nih informacij, stratesko tveganje in tveganje ugleda.

- Notranja tehnoloska tveganja: tveganje pametnih pogodb in tveganje kibernetskega
napada.

3.3.5 Regulacija decentraliziranih financ

Skupna zaklenjena vrednost v DeFi je bila na dan 14. novembra 2024 129 milijard USD
(DefiLlama, brez datuma). Zaradi velikosti industrije je u¢inkovita regulacija klju¢nega
pomena za prihodnji razvoj. Cilj regulacije je po eni strani zagotoviti ustrezno zasc¢ito
uporabnikov, a hkrati ohraniti prostor za nadaljnje inovacije in razvoj (Axelsen in drugi,
2022).

Za financ¢ne institucije, ki delujejo v tradicionalnih financah je izpolnjevanje regulatornih
zahtev stroSkovno potratno. Stroski povezani z regulacijo lahko znaSajo tudi do 25 % vseh
operativnih stroskov. Za DAO, ki trenutno razvijajo DeFi protokole, bi bilo izpolnjevanje
enako strogih zahtev skladnosti poslovanja izjemno zahtevno ali celo ekonomsko nemogoce.
Regulatorna skladnost namre¢ zahteva izpolnjevanje Stevilnih pogojev, kot so: ustrezna
raven kapitala in likvidnosti, centraliziran kontroling, locitev dolo¢enih funkcij, jasno
hierarhijo upravljanja in redno porocanje regulatorjem (Axelsen in drugi, 2022). Malcolm
(2024) meni, da obstaja tveganje, da bi uporaba obstojece regulacije lahko privedla do
klasi¢nih in tudi povsem novih regulatornih tveganj. Zato je v prihodnosti nujna prilagoditev
regulacije za nov in Se nejasno opredeljen koncept DAO. DAO namrec ni subjekt v obliki
pravne ali fizi¢ne osebe, ki lahko odgovarja za svoje obveznosti, ki nastanejo z njegovim
delovanjem.

Axelsen in drugi (2022) pravijo, da je trenutno najbolj pogosto vprasanje, na kakSen nacin
regulirati DeFi. Regulatorni organi se soocajo z izzivom oblikovanja ustrezne zakonodaje za
tehnologijo, ki deluje avtonomno, brez neposrednega ¢loveskega upravljanja. Za ucinkovito
regulacijo DeFi je potreben celovit pristop, ki temelji na sodelovanju med regulatornimi
institucijami in delezniki v industriji. Avtorji menijo, da je prvi korak k uspesni regulaciji
enotno razumevanja temeljnih konceptov DeFi tehnologije med vsemi deleZniki ter jasna

19



opredelitev razlik v primerjavi s tradicionalnimi financami. Drugi korak je dolocitev
kriti¢nih tveganj v DeFi.

Po drugi strani Malcolm (2024) meni, da bi bilo za zacetek ucinkovite regulacije potrebno
dolociti dva kljucna elementa regulatornega okvira. Prvi so standardi za prepreCevanje
pranja denarja in financiranja terorizma, kjer so Ze na voljo napredne tehnoloske resSitve za
preverjanje sankcijskih seznamov. Drugi element je doloCitev minimalnih kibernetskih
standardov in varnostnih ukrepov v DeFi. Razvijalci so z orodji, ki omogocajo
transparentnost pametnih pogodb in njihovih upravljavskih mehanizmov na verigi blokov ze
razvili reSitve, ki prispevajo k vi§ji varnosti v DeFi. Posledi¢no se je leta 2023 zmanjSalo
Stevilo vdorov v DeFi protokole. Izgubljenih je bilo za 54 % manj sredstev, v vrednosti
1,1 milijarde ameriskih dolarjev (Chainalysis Team, 2024). Malcolm (2024) tudi navaja, da
je za izboljSanje varnosti klju¢na uporaba naslednjih varnostnih ukrepov:

- revizije pametnih pogodb v DeFi protokolih;

- uporaba programov za odkrivanje varnostnih pomanjkljivost;

- sodelovanjem s specializiranimi podjetji za kibernetsko varnost;

- Rekt test, narejen po vzoru Joel testa. Test z uporabo dvanajstih preprostih vprasanj,
nadomesti kompleksen Bizantinski proces ocenjevanja.

Pri regulaciji DeFi je pomembna tudi stopnja anonimnosti uporabnikov. Javna omreZja so
po zasnovi odprta in omogocajo preverjanje transakcij brez centraliziranih posrednikov. To
je problemati¢no zaradi slabe zasebnosti uporabnikov. Vsaka transakcija med naslovi ali
interakcija s pametno pogodbo ostane za vedno zapisana in vidna na omreZzju. To je privedlo
do nastanka protokolov za izboljSanje zasebnosti. Ti uporabnikom omogocajo, da sredstva
v protokol posljejo z enega naslova in jih kasneje dvignejo z drugega naslova. Vsi pologi in
dvigi so Se vedno vidni na verigi blokov, vendar povezava med dolo¢enim pologom in
pripadajo¢im dvigom ni ve¢ javno dostopna. To so zacele izkoriS¢ati tudi zlonamerne
skupine ljudi, ki preko takSnih protokolov prenaSajo sredstva iz nezakonitih virov (Buterin
in drugi, 2024).

Zaradi tega so Buterin in drugi (2024) razvili protokol z imenom Privacy Pools, ki temelji
na pametnih pogodbah. Namenjen je izboljSanju zasebnosti in odkrivanju slabih akterjev v
omrezju. Protokol deluje na podlagi kriptografskega mehanizma z nicelnim znanjem (angl.
Zero Knowledge Proof). Z njim uporabniki razkrijejo doloCene informacije njihove
transakcije, ne da bi jim bilo treba razkriti celotno transakcijo in prikazejo, da je vir sredstev
legitimen. Deluje tako, da ena stranka (dokazovalec) prepric¢a drugo stranko (preverjalec),
da sredstva izvirajo iz legitimnega vira, ne da bi protokolu ali drugim uporabnikom v
omreZzju razkril kakr$ne koli dodatne informacije poleg dejstva o resni¢nosti te trditve. S tem
se omogoci, da se posteni uporabniki protokola lahko loc¢ijo od nepostenih uporabnikov.
Posteni uporabniki lahko dokazejo legitimnost svojih transakcij, medtem ko nepoSteni ne
morejo skriti zlonamerne dejavnosti. Protokol Privacy Pools omogoca tudi moznost, da
uporabniki regulatorju, razkrijejo podrobnejSe informacije in dokaze o svojem premozZenju.
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To je pomembno za centralizirane kripto borze, saj morajo zagotavljati, da je izvor sredstev,
ki jih sprejmejo skladen z regulativo (Buterin in drugi, 2024).

34 Decentralizirano posojanje

DeFi1 protokoli preko likvidnostnih bazenov (angl. Liquidity Pools) usklajujejo ponudbo in
povprasSevanje po kriptovalutah. Doloc¢ajo pravila za depozite kot tudi za posojila v
protokolu. Posamezniki, ki vlozijo svoje kriptovalute v likvidnostne bazene, se imenujejo
vlagatelji. Tisti, ki si kriptovalute izposodijo, se imenujejo posojilojemalci. Vlagatelj lahko
z depozitom ustrezne kriptovalute prispeva k vecji likvidnosti v protokolu in za to zasluzi
obresti. Po drugi strani si posojilojemalci kriptovalute izposodijo in za to placajo obresti. Te
se razdelijo med protokol in vlagatelje, ki zagotovljajo likvidnost. Tako kot v tradicionalnih
financah, tudi v DeFi obrestne mere dolocajo cene za posojila in depozite. Obrestne mere so
vecinoma odvisne od ponudbe in povprasevanja po likvidnosti znotraj protokola, kot tudi od
trznih razmer drugih DeFi protokolov. Ko je na trgu povpraSevanje po posojilih visoko, nove
likvidnosti ni mozno zagotoviti z ustvarjanjem novega denarja, kot je to mozno v

tradicionalnih financah. Izposoditi je mogoce samo likvidnost, ki jo zagotovijo vlagatelji
(Feige, 2024).

V nasprotju z ban¢nimi posojili se v DeFi kreditna sposobnost posojilojemalcev ne ocenjuje.
Tako je obrestna mera za posojilo enaka pri vseh posojilih in dodatni kreditni pribitki ne
obstajajo. Po drugi strani so zahteve po zavarovanju posojila visje (Qin in drugi, 2021). Ker
je pametna pogodba nepsremenljivo dolo¢ena in se avtomatsko izvaja, mora zavarovanje za
posojilo vedno presegati 100 % vrednosti posojila. Zaradi tega v vecini primerov ni slabega
dolga. Posojilojemalci si lahko izposodijo le toliko, kolikor lahko pokrijejo s svojimi sredstvi
(Aramonte in drugi, 2021). To posojilojemalce spodbuja tudi h konzervativnosti. Namrec ¢e
vrednost zavarovanja pade pod vnaprej dolo¢eno vrednostjo in posojilojemalec ne more
zagotoviti dodatne likvidnosti za zavarovanje, se posojilo avtomaticno likvidira. Z
likvidacijo se poplaca posojilo in protokolu placa Se kazenske obresti ob likvidaciji (Feige,
2024).

Feige (2024) opozarja tudi, da je nezadostna likvidnost pogost problem v DeFi. Zasnova
vecine kriptovalut ne dovoljuje izdajatelju poljubnega izdajanja novih enot za zagotavljanje
likvidnosti (Nakamoto, 2008). Fiksna ponudba je pogosto obravnavana kot prednost
kriptovalut, ki naj bi domnevno ohranjale svojo vrednost, vendar ima fiksna ponudba tudi
posledice pri posojanju. Zaradi fiksne ponudbe, bi se lahko pri posojanju kriptovalut
potencialno ustvarila deflacijski pritisk in dolzniSka deflacija. To je situacija, v kateri realna
vrednost dolga sCasoma nara$¢a zaradi deflacije. Breme obresti in placil glavnice se v tej
situaciji za posojilojemalce povecuje (Feige, 2024).
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3.5 Integracija tehnologij DeFi s tradicionalnim finan¢nim sistemom

V drugem poglavju je bil predstavljen tradicionalni finan¢ni sistem, v tretjem poglavju pa
tehnologija verizenja blokov in DeFi tehnologije. Vprasanje je kako naj tradicionalni ban¢ni
sistem uporabi te tehnologije pri svojem poslovanju. Za zdaj §e ne poznamo primerov bank
ali finan¢nih institucij, ki bi se dnevno zanasale izklju¢no na te tehnologije in jih uporabljale
pri svojem poslovanju. Nekatere banke postopoma integrirajo tehnologije DeFi v svoje
testne produkte in sklepajo partnerstva z DeFi platformami ter testirajo hibridne ban¢ne
produkte tako za varcevalce kot tudi za poslovanje med financnimi institucijami. Te vidijo
veliko potenciala predvsem v ¢ez mejih placilih, kliringu in poravnavi med finan¢nimi
institucijami. Tehnologija DeFi lahko poceni transakcije in po drugi strani zmanjsa
operativna tveganja. Vendar pa avtorja navajata, da uvajanje tehnologij DeFi zahteva znatne
nalozbe v prilagoditev notranjih procesov in strategij bank ter finan¢nih institucij, nalozbe
v infrastrukturo ter skladnost z regulacijo. Brez teh sprememb uvedba tehnologij DeFi
finan¢nim institucijam ne bo prinesla pricakovanih izboljSav (Adwani in Rao, 2025).

4 ANALIZA PROTOKOLOV V DECENTRALIZIRANIH
FINANCAH

Medtem ko je v drugem in tretjem poglavju predstavljena teorija, predstavlja Cetrto poglavije
uvod v empiricen del. V tem poglavju so podrobneje predstavljeni trije najbolj uveljavljeni
protokoli v DeFi, ki omogocajo moznost za donos na depozit. Pomembno je omeniti, da se
v DeFi sektorju vsak dan pojavi nova tehnologija, ki bi lahko bila primerna za analizo,
vendar sem se s ciljem za ¢im bolj kvalitetno raziskavo osredotocal na najvecje in
uveljavljene protokole, ki so tudi Ze bili analizirani v akademski literaturi. Prav tako so ti
protokoli najvecji po viSini vrednosti depozitov var¢evalcev, kar pomeni, da jih je trg skozi
leta delovanja prepoznal kot uveljavljeno tehnologijo za DeFi depozit.

Shah in drugi (2023) pravijo, da je bila na zacetku uporaba kriptovalut omejena samo na
trgovanje in vlaganje. Centralizirane platforme so postale priljubljene za omogocanje teh
storitev. Zahteva centraliziranih platform je, da uporabniki prenesejo zasebne kljuce svojih
kripto sredstev na tretjo osebo. Tako so centralizirane platforme isti posredniki, kot so banke
v tradicionalnem finan¢nem sistemu. Zasebnost uporabnikov je manjSa, provizije za
transakcije pa so vis§je. DeFi protokol namesto vkljuevanja tretje osebe, financne storitve
izvaja samostojno in nadzora nad sredstvi nima. Ko so izpolnjeni vnaprej doloc¢eni pogoji,
program pametne pogodbe preveri te pogoje in ugotovi ali se transakcija izvede ali ne.

41  Sky

Sky protokol (predhodno znan kot MakerDAO) je eden prvih DAO na podro¢ju DeFi.
Ustanovljen je bil leta 2015, delovati pa je zacel leta 2017 z objavo bele knjige, ki je dolocila
teoreticne in tehnicne temelje protokola. Sky protokol je med vodilnimi decentraliziranimi
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platformami, ki delujejo na omreZju Ethereum in temelji na decentraliziranem upravljanju
(Shah in drugi, 2023). Na dan 2. 2. 2025 je bila skupna zaklenjena vrednost v Sky protokolu
5,8 milijarde ameriskih dolarjev (Defil.lama, brez datuma). Upravlja se z glasovanjem,
glasovalno pravico pa ima vsak imetnik upravljavskega zetona Maker (v nadaljevanju
MKR). En Zeton v glasovalni pogodbi, predstavlja en glas. Cilj upravljanja je zagotavljanje
financ¢ne stabilnosti protokola in ohranjanje vrednosti stabilnega kovanca Dai (Sky Protocol,
brez datuma).

Dai je decentraliziran stabilni kovanec, katerega vrednost je vezana na fiat valuto USD. Za
razliko od centraliziranih stabilnih kovancev, kot je Tether (USDT), izdajanje Dai ne
nadzoruje centralna entiteta. Novi Dai nastajajo preko zavarovanega kreditiranja.
Posojilojemalci, ki si Zelijo izposoditi Dai, to naredijo s pologom kriptovalut na pametno
pogodbo. V zameno protokol generira nov Dai in s kreditom zagotovi novo likvidnost
posojilojemalcu (Sky Protocol, brez datuma).

4.1.1 Poslovni model

Poslovni model Sky protokola temelji na sistemu zavarovanih posojil, ki delujejo preko
trezorjev (angl. Vaults). Posojilojemalci v trezor polozijo ustrezno kriptovaluto, ki je
zavarovanje za posojilo. Skozi celotno ¢asovno obdobje kreditiranja morajo vzdrzevati
doloc¢eno razmerje med vrednostjo zavarovanja in izposojenim zneskom (angl. Loan to
Value Ratio, v nadaljevanju LTV). Razmerje LTV je doloCeno v kodi pametne pogodbe
(Artemis Crypto Fundamentals, brez datuma).

Kot je razvidno iz enacbe (1), je mogoce LTV izraCunati kot kvocient med zneskom posojila
in trzno vrednostjo zavarovanja. Rezultat nam pove, kolikSen delez vrednosti zavarovanja
predstavlja izposojeni znesek (Borgersen, 2017).

Znesek posojila
LTV = — . (1)
Trina vrednost zavarovanja

V primeru, da vrednost zavarovanja pade pod doloceno mejo, pametna pogodba avtomatsko
sproZi likvidacijo pozicije. Likvidacijska vrednost se porabi za poplacilo kredita in za placilo
likvidacijske provizije protokolu. Na primer, posojilojemalec lahko zastavi 1 Ethereum v
vrednosti 4000 USD. S tem zavarovanjem dobi posojilo v Dai in ob tem ohrani svojo
pozicijo v Ethereumu. Za posojilo placuje obresti, ki predstavljajo prihodek tako za protokol,
kot tudi za vlagatelje, ki zagotavljajo likvidnost v pametni pogodbi, imenovani Dai
varevalne obresti (angl. Dai Savings Rate, v nadaljevanju DSR) (Artemis Crypto
Fundamentals, brez datuma).

Sky protokol je imel leta 2024 316 milijonov ameriskih dolarjev bruto prihodkov. Od tega
je 135 milijonov ameriskih dolarjev placal v DSR, ki lastnikom Dai stabilnega kovanca
omogoca donos, ko z Dai Zetoni zagotovijo likvidnost v protokolu (Dune, brez datuma).
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DSR deluje kot ban¢ni depozit za Dai, kjer se obrestna mera dinamic¢no prilagaja glede na
trzne razmere. Po placilu v DSR je imel Sky protokol 181 milijonov ameriskih dolarjev neto
prihodkov. Glavni vir predstavljajo obresti, ki jih placujejo posojilojemalci ob izposoji Dai.
Drugi najpomembnejSi vir prihodkov so naloZzbe v ameriSke kratkorocne zakladne
obveznice. Odkar je leta 2022 AmerisSka centralna banka zacela dvigovati obrestne mere, so
takSne nalozbe postale dober nacin za donos na likvidna sredstva v protokolu. To je tudi prva
integracija tradicionalnih finan¢nih produktov v DeFi. Za Sky protokol, ki je DAO, to
storitev upravljajo pravne osebe, odgovorne za upravljanje kripto sredstev. Ena od njih je
BlockTower Capital Advisors LP, registrirana druzba za investicijsko svetovanje pri
ameriSki Komisiji za vrednostne papirje in borzo (angl. Securities and Exchange
Commission, SEC). Sredstva upravja v imenu Sky protokola in po navodilih, ki jih
izglasujejo lastniki upravljalskega Zetona MKR. Tretji vir prihodkov so likvidacijske
provizije, ki se zaraCunajo ob likvidaciji pozicij, zaradi nezadostnega zavarovanja kredita
(Artemis Crypto Fundamentals, brez datuma).

Tabela 1 na levi strani prikazuje bruto prihodke, DSR, ki ga prejmejo vlagatelji ter neto
prihodke, ki so izra¢unani med bruto prihodki in DSR. Podatki so predstavljeni v ameriskih
dolarjih za stiriletno obdobje od 2021 do 2024.

Tabela 1: Letni prikaz prihodkov in DSR Sky protokola za obdobje 2021-2024 (v USD)

Prihodki 2024 2023 2022 2021
Bruto prihodki 316.124.421 108.193.327 76.452.068 113.280.383
DSR -135.058.847 -32.710.230 -10.101.231 -5.886
Neto prihodki 181.065.575 75.483.096 66.350.837 113.274.497

Vir: prirejeno po Dune (brez datuma,).

4.1.2  Analiza moznosti donosa za depozit

Na Sky protokolu je mozno z depozitom zasluZziti preko DSR. To je variabilna obrestna
mera, ki jo vlagatelji zasluZijo s pologom in zaklepanjem svojih Dai stabilnih Zetonov v
pametno pogodbo DSR. Svoje Dai lahko varcevalci v pametni pogodbi DSR kadarkoli tudi
odklenejo in z njimi prosto upravljajo. Nad sredstvi, ki so zaklenjena, imajo popoln nadzor.
Visino obrestne mere aktivno dolo¢ajo imetniki zetonov MKR z glasovanjem na verigi
blokov. Obrestovanje se izvaja s kontinuiranim obracunavanjem vsako sekundo, glede na
trenutno veljavno stopnjo DSR. Kot je razvidno iz enacbe (2), je mogoce koncni letni znesek
izracunati kot zmnozek glavnice z vsoto seStevka ena in povprecne letne obrestne mere,
potenciranega s casom v letih. A je kon¢ni znesek, P glavnica, r letna obrestna mera in t ¢as
v letih (Github, brez datuma).

A=P(1+71)t ()
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DSR ima dva namena:

- Zagotavlja donos imetnikom Dai.

- Je eno od monetarnih orodij za uravnavanje povprasevanja po Dai, s ¢imer se vzdrzuje
njegova vrednost z vrednostjo ameriSkega dolarja. Ko je cena Dai pod 1 ameriSkim dolarjem,
je potrebno povecati povpraSevanje po Dai. To naredijo z dvigom obrestne mere in
spodbudijo vlagatelje k nakupu in zaklepanju ve¢ Dai zetonov v DSR, obenem pa
posojilojemalci hitreje poplacajo kredite, saj morajo placevati vi§jo obrestno mero za
posojilo. To zmanj$a ponudbo Dai in poveca povprasevanje po Dai. Obratno velja, ¢e je cena
Dai nad 1 ameriskim dolarjem. Takrat se obrestna mera zniza in s tem spodbudi vlagatelje k
manjSem zaklepanju Dai v DSR, obenem pa so krediti za posojilojemalce cenejsi. To poveca
ponudbo in zmanjSa povprasevanje. Aktivno prilagajanje obrestne mere vzdrzuje Zeleno
razmerje Dai proti ameriSkim dolarjem ena proti ena (MakerDAO, brez datuma).

Tabela 2 prikazuje uravnavanje cene Dai preko visine posojilne obrestne mere in DSR. Crka
r oznacuje obrestno mero.

Tabela 2: Nacin uravnavanja cene Dai

ZmanjSanje ponudbe, Posojilna obrestna mera Povecanje ponudbe,
r=15% (ponudba), r=10 % r=5%

Dai=0,95$% Dai=1% Dai=1,05$%

Povecanje povprasevanja, Depozitna obrestna mera DSR  ZmanjSanje povprasevanja,
r=13,5% (povprasevanje), r = 8,5 % r=35%

Vir: lastno delo.

4.2 Aave

Aave protokol (v nadaljevanju Aave) je decentraliziran DeFi protokol, ki deluje na
tehnologiji verizenja blokov. Uporabniki lahko Aave uporabljajo kot vlagatelji ali kot
posojilojemalci. Vlagatelji zagotavljajo kripto sredstva v likvidnostne bazene in za to
zasluzijo obresti, ki se obrestujejo vsako sekundo. Na drugi strani lahko posojilojemalci
dostopajo teh sredstev pod pogojem, da zagotovijo prekomerno zavarovanje (angl.
Overcollateralization) za posojilo (Aave Protocol, brez datuma).

Aave je najvecji DeFi protokol na trgu. Na dan 2. 2. 2025 je skupna zaklenjena vrednost
znaSala 35,3 milijjarde ameriSkih dolarjev. Protokol deluje na ve¢ razliénih omreZjih:
Ethereum, Polygon, Avalanche in Arbitrum. Siroka dostopnost omogo¢a nizke stroske
transakcij in vecjo priljubljenost med uporabniki (DefiLlama, brez datuma).

Za razliko od drugih DeFi protokolov, Aave omogoca, da lahko vsak ustvari posojilni
likvidnostni bazen (angl. Lending Pool). To pomeni, da lahko teoreti¢no uporabniki Aave
posojajo in si izposojajo v katerikoli kriptovaluti. Taksna prilagodljivost je redkost na DeFi
trgu in je ni mogoce najti v tradicionalnem bancnem posojanju. Aave je po svoji obliki
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upravljanja DAO. Upravljajo ga imetniki istoimenskega upravljavskega Zetona AAVE.
Odlocajo o kljucnih stvareh protokola, kot je upravljanje prihodkov, prilagajanje tehni¢nih
parametrov protokola in oblikovanje strateSkih odlocitev protokola (Delphidigital, brez
datuma).

4.2.1 Poslovni model

Aave sluzi prihodke s provizijami in obrestmi, ki jih placujejo uporabniki protokola ob
izposoji kripto sredstev, ob likvidacijah in bliskovitih posojilih (angl. Flash Loans). Aave
razdeli del prihodkov med DAO in vlagatelje, ki z depoziti zagotavljajo likvidnost. Lastniki
AAVE upravljalskega Zetona preko sistema upravljanja prilagajajo viSino obrestne mere za
posamezne vrste posojila. Na obrestno mero za posojilo vplivajo njegova ponudba, trzna
kapitalizacija, likvidnost trga in makroekonomski dejavniki, kot je aktualna visina klju¢ne
obrestne mere na trgu (Delphidigital, brez datuma).

Aave je imel leta 2024 469,5 milijonov ameriskih dolarjev bruto prihodkov. Od tega je placal
390,5 milijonov ameriskih dolarjev obrestnih odhodkov vlagateljem, ki protokolu
zagotovljajo likvidnost. Po placilu obresti za depozite vlagateljem je imel Aave skoraj 79
milijonov ameriskih dolarjev neto prihodkov (Token Terminal, brez datuma).

Tabela 3 na levi strani prikazuje bruto prihodke, obrestne odhodke, ki jih prejmejo vlagatelji
ter neto prihodke, ki so izrac¢unani med bruto prihodki in obrestnimi odhodki. Podatki so
predstavljeni v ameriSkih dolarjih za stiriletno obdobje od 2021 do 2024.

Tabela 3: Letni prikaz prihodkov in obrestnih odhodkov Aave protokola za obdobje
2021-2024 (v USD)

Prihodki in odhodki 2024 2023 2022 2021
Bruto prihodki 469.524.232 118.513.490 185.035.895 362.110.813
Obrestni odhodki 390.529.754 100.463.656 164.731.603 324.855.684
Neto prihodki 78.994.478 18.049.834 20.304.292 37.255.129

Vir: prirejeno po Token Terminal (brez datuma).

4.2.2  Analiza moznosti donosa za depozit

Na Aave lahko uporabniki zasluzijo donos z depozitom stabilne kriptovalute v likvidnostne
bazene. S tem zgotavljajo likvidnost na trgu, do katere lahko posojilojemalci dostopajo s
prekomerno zavarovanimi krediti. V zameno ponudniki likvidnosti prejemajo variabilne
obresti za depozit, ki se obrestujejo vsako sekundo, posojilojemalci pa pridobijo likvidnostna
sredstva na podlagi svojega zavarovanja. Procesi posojanja, izposojanja, odplacevanja in
likvidacij se izvajajo decentralizirano, brez posrednikov preko pametnih pogodb. Vsak
likvidnostni bazen ima doloCene Stevilne parametre, kot so: viSina obrestne mere,
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konfiguracija rezerv, stopnja zavarovanja in druge. Te parametre potrdijo imetniki AAVE
zetona preko sistema upravljanja v DAO. Vlagatelji imajo ves ¢as popoln nadzor nad svojimi
sredstvi. Vse transakcije se izvajajo preko pametnih pogodb, ki zagotavljajo
decentraliziranost, transparentnost in varnost (Aave Protocol, brez datuma).

4.3 Compound

Compound je DeFi protokol, zdruzljiv z EVM (angl. Ethereum Virtual Machine) in deluje
na omrezju Ethereum. Osnovno sredstvo protokola je stabilni kovanec USDC. Uporabniki
lahko protokol uporabljajo brez posrednika na dva nacina. Prvi nacin je zastavljanje razli¢nih
kripto sredstev kot zavarovanje za izposojo osnovnega sredstva. Drugi nacin je depozit
osnovnega sredstva v protokol, za kar prejmejo obresti, ki se obracunavajo v realnem Casu
vsako sekundo. Obrestne mere za depozite in kredite so izraCunane z algoritmi¢nim
modelom in so funkcija stopnje izrabe osnovnega sredstva v likvidnostnem bazenu. Vsak
model vkljuCuje prelomno tocko izrabe, nad katero se obrestna mera povecuje hitreje
(Compound, brez datuma).

Na dan 2. 2. 2025 je skupna zaklenjena vrednost v Compound protokolu znaSala 3,9
milijarde ameriskih dolarjev. Protokol deluje na omrezjih Ethereum, Polygon, Base, Scroll,
Optimism in Arbitrum (Defillama, brez datuma).

Compound je decentraliziran protokol, s katerim upravljajo lastniki Zetona COMP. Sistem
upravljanja omogoca skupnosti predlaganje, glasovanje in implementacijo sprememb preko
pametnih pogodb protokola. Upravljanje Compound protokola je mogoce na razli¢nih
omrezjih, pogoj je le zdruzljivost z EVM (Compound, brez datuma).

43.1 Poslovni model

Compound protokol ustvarja prihodke z razliko v obrestni meri za posojila in za depozite ter
provizijami, ki se zaraCunavajo za razli¢ne aktivnosti v protokolu. Vir prihodkov so tudi
provizije ob likvidacijah, ki se zgodijo, ko posojilojemalci ne zagotovijo zadostne viSine
zavarovanja za posojilo in se njihova pozicija likvidira. Prihodki protokola se porabljajo za:

- nagrajevanje imetnikov COMP zetonov;

- razvoj in vzdrZevanje protokola;

- vlagatelje, ki zagotavljajo likvidnost v protokolu;

- zakladnico DAO za nadaljnji razvoj (Compound, brez datuma).

Compound je imel leta 2024 72,7 milijonov ameriskih dolarjev bruto prihodkov. Od tega je
placal 61,5 milijonov ameriskih dolarjev obrestnih odhodkov varcevalcem, ki protokolu
zagotovljajo  likvidnost.  Po  placilu  varCevalcem je imel  Compound
11,1 milijonov ameriSkih dolarjev neto prihodkov.
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Tabela 4 na levi strani prikazuje bruto prihodke, obrestne odhodke, ki jih prejmejo vlagatelji
ter neto prihodke, ki so izraCunani med bruto prihodki in obrestnimi odhodki. Podatki so
predstavljeni v ameriskih dolarjih za $tiriletno obdobje od 2021 do 2024.

Tabela 4: Letni prikaz prihodkov in obrestnih odhodkov Compound protokola za obdobje
2021-2024 (v USD)

Prihodki 2024 2023 2022 2021
Bruto prihodki 72.743.476 40.898.940 69.241.170 352.614.424
Obrestni odhodki 61.596.185 35.218.886 61.398.415 312.153.433
Neto prihodki 11.147.289 5.680.054 7.842.7755 40.460.991

Vir: prirejeno po Token Terminal (brez datuma).

4.3.2 Analiza moznosti donosa za depozit

Na Compound protokolu lahko vlagatelji zasluzijo preko depozita osnovnega sredstva
USDC v protokol. Za to prejmejo variabilne obresti, ki so odvisne od stanja na trgu in se
dinamic¢no prilagajajo glede na povprasevanje po izposoji v protokolu. Ko je povprasevanje
po izposoji vecje, so tudi obresti za varcevalce visje, kar spodbuja ve¢ uporabnikov k
depozitu sredstev v protokol. Nasprotno, ko je povprasevanje po izposoji manjse, se obresti
znizajo. Ves Cas trajanja depozita imajo popoln nadzor nad svojimi sredstvi ter imajo
kadarkoli moznost takojSnjega dviga sredstev. Vse transakcije se zgodijo s pomocjo
pametnih pogodb in so vidne na verigi blokov (Compound, brez datuma).

5 EMPIRICNA RAZISKAVA

V tem poglavju je predstavljena empiri¢na raziskava, ki je bila izvedena z namenom
preverjanja zastavljenega raziskovalnega vprasanja. Podrobno so opisani zasnova raziskave,
metodologija ter postopek zbiranja in analize podatkov.

5.1 Zasnova, namen in cilja raziskave

V empiricnem delu magistrskega dela sem raziskal podrocje tehnologij DeFi z namenom
ugotoviti, ali lahko depoziti na DeFi protokolih sluzijo kot alternativa tradicionalnim
banénim depozitom. Raziskava se osredotoa predvsem na uporabnisko izkusnjo,
regulatorni okvir, varnostne vidike in moznosti vkljucitve tehnologij DeFi v tradicionalno
bancno okolje.

V nadaljevanju bom opredelil namen raziskave, cilja raziskave in raziskovalno vprasanje na
katero naj bi empiri¢na raziskava o alternativah DeFi tehnologij za bancne depozite
odgovorila. Opisal bom metodologijo pridobivanja podatkov in pojasnil razlog za izbiro te
metode. Na koncu bom $e povzel odgovore intervjuvancev in jih umestil v teorijo.
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V obdobju tehnoloskega napredka na vseh podrocjih Zivljenja in v ¢asu vzpenjanja
tehnologije verizenja blokov ter kriptovalut vedno bolj pomembno vlogo dobiva tudi DeFi.
Klju¢no vlogo pri vprasanju, ali bomo v prihodnosti hranili depozite na DeFi namesto na
bankah, imajo regulatorji, centralne banke in poslovne banke. Prva dva bosta dolocala
regulatorne okvire, zadnji pa oblikoval DeFi produkte za stranke, ki bodo skladni z
regulacijo in trzno zanimivi. V teoreticnem delu sem preucil tradicionalni financni sistem,
tehnologijo verizenja blokov in DeFi. Potem sem za laZje razumevanje analize predstavil
najvecje in najbolj uveljavljene DeFi protokole, ki imajo moznost donosa na depozit. To mi
je pomagalo pri analizi ter bilo v pomoc pri doseganju ciljev raziskave in pri odgovoru na
raziskovalno vprasanje.

Namen raziskave je ugotoviti trenutno stanje DeFi tehnologij ter preuciti, ali lahko depoziti
na DeFi sluzijo kot alternativa ban¢nim depozitom. Raziskava se osredotoc¢a predvsem na
uporabniSko izku$njo, varnost in tveganja, regulatorni okvir ter moznosti integracije DeFi v
tradicionalno ban¢no okolje. Osnovno raziskovalno vpraSanje se glasi: »Ali znotraj
protokolov DeFi obstaja tehnoloska moznost za alternativo banénim depozitom?«.

Da bi odgovoril na to vprasanje, sem si v raziskavi kot cilja zastavil:

- analizirati tehnolosko ustreznost DeFi depozitov glede na regulatorne zahteve,
uporabnisko izku$njo, varnost, donosnost in povezana tveganja;

- analizirati prednosti in slabosti DeFi depozitov v primerjavi s klasi¢nimi banc¢nimi
depoziti.

Empiricni del bo dopolnil teoretiCen del magistrskega dela, kjer sem obravnaval
tradicionalni finan¢ni sistem, tehnologijo verizenja blokov, DeFi in glavne DeFi protokole.
Temeljil bo na kvalitativnem pridobivanju podatkov s pomocjo delno strukturiranih
intervjujev. To je tudi najpogostejsa oblika pridobivanja kvalitativnih podatkov. Vprasanja
bodo odprtega tipa in bodo lahko sledila predhodnemu zastavljenemu okviru ali pa bodo
zastavljena popolnoma prosto. Spisek vprasanj za izpraSevanca si bom pripravil vnaprej,
izvedba pa bo prilagojena situaciji in toku pogovora. Za takSen tip intervjuja sem se odlocil
zaradi velike prilagodljivosti in moznosti poglobljenega izprasevanja o preucevani tematiki.
To mi je pomagalo pri izvedbi analize, doseganju raziskovalnih ciljev in odgovoru na
zastavljeno raziskovalno vprasanje (Korde$ in Smrdu, 2015).

5.2 Metodologija

Empiricni del magistrskega dela temelji na kvalitativnem pristopu. Zbiranje primarnih
podatkov je bilo izvedeno s poglobljenima delno strukturiranima intervjujema, za katera sem
predhodno pripravil sklop izhodis¢nih vpraSanj. Za to metodo sem se odlo€il, ker omogoca
poglobljen vpogled v mnenja, izkuSnje in opazanja strokovnjakov ter fleksibilno
raziskovanje obravnavane problematike. VpraSanja, ki so pokrivala ve¢ podrocij
raziskovanja, so vidna v prilogi 1. Sluzila so kot okvir, vendar sta intervjuja potekala po
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drugacnem vrstnem redu s podvpraSanji in diskusijo. Vprasanja so pokrivala bistvene razlike
med ban¢nimi in DeFi depoziti, uporabniSko izkusnjo, vpliv regulative, varnost in tveganja,
poslovni model ter priloZnosti za integracijo tehnologij DeFi depozitov v ban¢ne depozite.
Pred samim intervjujem sem izhodis¢na vprasanja tudi delil z intervjuvancema. Kot pravijo
Bregar in drugi (2005) to omogoca bolj poglobljeno pripravo na intervju, boljSo kakovost
odgovorov in bolj spros€en potek intervjuja. Odgovore sem analiziral s kvalitativno
vsebinsko analizo in jih primerjal z ugotovitvami teoreti¢nega dela magistrskega dela. S tem
sem uspesno umestil empiricno analizo alternativnih tehnologij DeFi v obstojeco teorijo in
oblikoval odgovor na raziskovalno vprasanje.

5.2.1 Dolocitev in predstavitev intervjuvancev

Kljuéno merilo pri izboru intervjuvancev je bilo njuno strokovno poznavanje tako
tradicionalnega banc¢nega sistema kot tudi DeFi. Tako sem lahko pridobil ¢im bolj realno
stanje preucevane tematike. Odloc¢il sem se, da bom intervjuval predstavnika poslovne
banke, ki dela v blockchain hub oddelku ter predstavnika kripto podjetja, ki se ukvarja z
implementacijo DeFi tehnologij v tradicionalne finance.

5.2.2  Potek in izvedba intervjujev

Intervjuvanca sta pred intervjujem prejela izhodis¢na vprasanja, da sta se na intervju lahko
ustrezno pripravila. V obdobju med 15. aprilom 2025 in 5. majem 2025 sem izvedel
intervjuja. Oba intervjuja sta bila izvedena z video klicem preko aplikacije Google Meet.
Intervju s predstavnikom poslovne banke je trajal 35 minut, intervju s strokovnjakom iz
kripto podjetja pa 32 minut. Pri obeh sem uporabil snemalnik zvoka.

5.3 Analiza podatkov in predstavitev rezultatov raziskave

Vprasalnik je bil sestavljen iz ve¢ sklopov vpraSanj, ki vkljucujejo uporabnisko izkusnjo,
regulacijo in pravno zascito, varnost in tveganja, poslovni model tradicionalnega ban¢nistva
in DeFi ter moZnosti integracije tehnologij DeFi v ban¢no okolje.

V nadaljevanju so predstavljeni rezultati po teh tematskih sklopih, pri ¢emer povzemam in
primerjam staliS¢a obeh intervjuvancev. Analizo odgovorov sem izvedel z uporabo
kvalitativne vsebinske analize, kjer sem analiziral podatke v odgovorih intervjuvancev in jih
zdruzil v ve¢ vsebinskih kategorij.

5.3.1 Uporabniska izkusnja

Za zaCetek sem oba intervjuvanca vprasal o glavni razliki med ban¢nimi depoziti in DeFi
depoziti z vidika povpre¢nega varcevalca. Oba sta poudarila, da je pri bancnih depozitih
uporabniSka izkuSnja enostavnejsa in prijaznejSa kot pri DeFi depozitih. Intervjuvanec iz
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kripto podjetja je izpostavil, da je uporabniska izkus$nja pri ban¢nih depozitih bolj prijazna
in podprta s strani osebja, medtem ko mora biti pri DeFi depozitih varcevalec bolj
samostojen in tehni¢no izobrazen. Dodal je Se, da je v banki preprosto odpreti racun, ban¢ni
svetovalec pri tem pomaga in zadeva je hitro zaklju¢ena. V DeFi pa mora biti varCevalec
veliko bolj tehni¢no usposobljen, saj potrebuje svojo digitalno denarnico, ki jo mora ustvariti
sam. Zakljucil je, da so DeFi depoziti zasnovani za samostojno uporabo, saj mora varcevalec
sam upravljati s svojimi zasebnimi kljuci, izbrati ustrezen protokol in razumeti delovanje
decentralizirane platforme. Intervjuvanec iz poslovne banke meni, da je trenutno DeFi
depozit precej manj dostopen za povprecnega varcevalca. V zadnjih letih se je uporabniska
izkusnja izboljSala, vendar $e ni dovolj dobra za mnozi¢no uporabo. Prav tako je dodal, da
morajo biti uporabniki e vedno tehni¢no dobro podkovani. Posebej je poudaril pomanjkanje
zaupanja varcevalcev do DeFi tehnologij, saj gre za osebne prihranke. Oblika varéevanja v
DeFi ni nekaj, kar ponuja banka, in tu Se posebej, ko gre za depozite, mora biti 100-odstotno
zaupanje v institucijo. Banke kot institucije uzivajo tradicionalno zaupanje, ki ga DeFi (brez
centralnega nosilca odgovornosti) Se nima.

V nadaljevanju me je zanimalo, kaj najbolj ovira SirSo uporabo DeFi depozitov med
varéevalci. Oba sogovornika sta se strinjala, da sta glavni oviri slaba uporabniska izkusnja,
na primer kompleksnost uporabe za varcevalce in tveganje pri uporabi DeFi platform.
Strokovnjak iz kripto podjetja je izpostavil, da je izboljSanje uporabniske izkusnje trenutno
najvedji izziv razvijalcev DeFi. Pravi, da mora biti prijetna za vse varcevalce, ne samo za
tehnoloske navduSence. Po njegovem mnenju je DeFi okolje zaradi velikega Stevila
protokolov, ki delujejo na podlagi razliénih poslovnih modelov, nepregledno in pogosto
odvrne povprecnega varcevalca. Ban¢ni strokovnjak pa je kot kljucen razlog navedel nizko
stopnjo zaupanja v DeFi, predvsem zaradi vseh izgub in propadov projektov iz preteklosti.
Drugi razlog je strah pred napakami pri uporabi DeFi. Meni, da se povpre¢ni varc¢evalec boji,
da bi zaradi lastne neizkuSenosti napravil nepopravljivo napako (npr. izgubil zasebni klju¢
ali poslal sredstva na napacen naslov), pri banki pa za varnost in pravilno izvedbo transakcij
lahko poskrbi banka.

Nato sem ju vprasal, kaj bi lahko bile reSitve za prej omenjene izzive pri DeFi depozitih.
Oba menita, da bi lahko hibridni DeFi depoziti na bankah varcevalcem olajsali dostop do
DeFi depozitov. Omogocili bi, da banka za komitenta hrani njegova digitalna sredstva in
skrbi za zasebne kljuce ter varcevalcem preko prijaznega vmesnika nudi storitve DeFi. S tem
bi varcevalci pridobili izkusnjo, podobno klasi¢cnim ban¢nim depozitom, medtem ko bi v
ozadju dejansko delovala tehnologija DeFi. TakSne reSitve bi lahko omogocile varno
uporabo tehnologij, ki sicer zahtevajo popoln nadzor s strani posameznika. Oba tudi menita,
da bi taksne resitve lahko povecale varnost in zaupanje pri varcevalcih ter zmanjSale potrebo
po tehni¢nem znanju, kar bi lahko omogocilo §irSo uporabo DeFi depozitov v prihodnosti.
Kljub temu pa opozarjata, da mora biti pri hibridnih produktih jasno urejeno tudi upravljanje
tveganj. Mnogo varCevalcev namre¢ ne razume tveganj, kot so razlike med razli¢nimi
vrstami stabilnih kovancev, moznost prevar (npr. lazne spletne strani, angl. phishing) ali
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vdora v pametno pogodbo in pomen skrbnega ravnanja z zasebnimi kljuci. Brez osnovnega
razumevanja teh konceptov je vstop neizkuSenega varcevalca v DeFi lahko tvegano, kar
upocasnjuje uporabo med varcevalci. Oba strokovnjaka sta zakljucila, da DeFi depoziti v
sedanji obliki Se niso primerni za mnozi¢no uporabo povprecnih varCevalcev, opazata pa
trend izboljSav. Razvoj varCevalcu prijaznejSih produktov in vklju¢evanje tradicionalnih
finan¢nih posrednikov kot povezavo do DeFi nakazujeta, da se bo dostopnost DeFi
depozitov v prihodnosti povecala.

Na koncu prvega sklopa vprasanj sem ju vprasal Se o prednostih, ki jih DeFi depoziti
ponujajo v primerjavi z ban¢nimi. Ban¢ni strokovnjak je kot prednost omenil predvsem lazje
in hitrejSe premikanje sredstev med razlicnimi DeFi protokoli. Varcevalci lahko relativno
hitro umaknejo svoj depozit iz enega protokola in ga prenesejo v drugega, ki ponuja visji
donos, kar omogoca modularna zasnova DeFi. Pri ban¢nih depozitih tak$ne fleksibilnosti ni,
saj je zamenjava banke dolgotrajen proces, pogajalska mo¢ varCevalca glede donosa na
depozit pa zelo omejena. Predstavnik kripto podjetja meni, da so visje obrestne mere ena
glavnih prednosti DeFi depozitov. Zaradi vecje trzne konkurence in manj operativnih
stroSkov DeFi protokoli ponujajo visje obresti na depozite kot banke. Kot primer je
izpostavil, da banke v Sloveniji trenutno ponujajo skoraj ni¢ne obrestne mere na depozite,
medtem ko lahko v DeFi varéevalci dosegajo visje donose na depozite. Ce bi kateri DeFi
protokol ponujal podobno nizke obresti kot banke, bi lahko v kratkem Casu izgubil vse
varcevalce, saj bi ti svoje depozite prenesli drugam. DeFi varéevalcem nudi vecjo izbiro in
konkurenénejSe pogoje. Poleg tega dodaja, da DeFi omogoca tudi izposojo sredstev s kripto
zavarovanjem, Cesar banka po navadi ne ponuja komitentom. Na primer, v DeFi lahko
varcevalec zastavi poleg stabilnega kovanca tudi Bitcoin ali Ethereum kot zavarovanje in si
izposodi stabilni kovanec.

5.3.2 Regulacija in pravna zascita uporabnikov

Pri naslednjem sklopu vprasanj sem se osredotocil na regulatorne vidike in pravno zascito
uporabnikov pri DeFi depozitih. Poglavje sem odprl z vpraSanjem o trenutnem stanju
regulacije na podrocju DeFi, zlasti v luci nedavno sprejete evropske regulative MiCAR.
Ban¢ni strokovnjak je povedal, da je trenutno pravni okvir za DeFi Se zelo nejasen in
neustrezen za DeFi. V MiCAR so namrec¢ iz neposredne regulacije izvzeti DeFi in DAO.
Razlog za to naj bi bil, da je podro¢je DeFi po ocenah regulatorjev Se relativno majhno po
obsegu sredstev. Poleg tega regulatorji ne vedo koga regulirati, saj pri Stevilnih DeFi
protokolih ni centralizirane pravne entitete ali odgovorne osebe. Dejal je, da si predstavlja
prihodnjo regulacijo DeFi tako, da bi regulatorji regulirali posamezne storitve, ki jih DeFi
protokoli nudijo, podobno kot urejajo banéne storitve. Ce npr. obstaja depozitna ali posojilna
storitev za stabilne kovance, naj bo regulirana enako, kot so zdaj regulirane banke pri
depozitih ali kreditih. Ker intervjuvanec dela v poslovni banki se zaveda, da je izvajanje
takSnega nadzora zelo zahtevno. DeFi deluje preko interneta, je globalen in deluje brez
fizi¢ne prisotnosti na dolo¢enem obmocju. Meni, da bo uveljavljanje u€inkovite regulacije
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tezavno, saj ni jasno, kako kaznovati krSitelje ali kako prisiliti k skladnosti platformo, ki
deluje anonimno na spletu. Dodal je, da smo verjetno Se ve¢ let oddaljeni od uc¢inkovite
regulative DeFi, Ceprav se bo pritisk s strani regulatorjev s povecevanjem obsega sredstev v
DeFi stopnjeval. Zakljucil je, da MiCAR, ki je v veljavi, sedaj doloca bolj jasno opredelitev
kripto sredstev. Tudi tradicionalne finan¢ne institucije bodo v prihodnosti zaradi bolj
predvidljive regulacije lazje vkljucevale DeFi v svoje produkte. Strokovnjak iz kripto
industrije je na zacetku izpostavil, da je reguliranje DeFi zahtevno. Po njegovem mnenju bo
sCasoma prislo do regulacije DeFi in DAO, morda Ze v okviru naslednje dopolnitve MiCAR
regulacije. Ta naj bi dolocala pravila tudi za decentralizirane platforme. Ocenjuje, da bi
lahko regulator izbral posreden nacin regulacije. Namesto da se regulira sam decentraliziran
protokol ali DAO (kar je pravno in prakti¢no izredno tezko), bi lahko regulirali sredstva in
upravljalske Zetone, s katerimi se upravlja protokol. S tem bi dosegli, da DAO, ki zeli
delovati na dolo¢enem trgu (npr. v Evropski Uniji), izpolnjuje dolo€ene pogoje glede svojih
upravljalskih Zetonov in s tem posredno spostuje regulacijo. Kljub temu poudarja, da ostajajo
odprta vprasanja glede izvrSevanja taksSne regulacije.

V drugem delu tega sklopa sem sogovornika intervjuval o pravni zas¢iti varcevalcev v DeFi
v primerjavi z varéevanjem na banki. Intervjuvanec iz poslovne banke pravi, da pravne
za$cite pri DeFi depozitih skorajda ni. Pri ban¢nih depozitih so varcevalci zaS€iteni s strogo
regulacijo bank, nadzorom centralnih bank ter s sistemskim jamstvom za vloge, kjer so
banc¢ni depoziti zavarovani do 100.000 EUR. Za depozite v DeFi tak§nih mehanizmov ni.
Kripto strokovnjak je odgovoril, da v primeru DeFi ni doloCene pravno odgovorne entitete,
zato odgovornosti za morebitno oskodovanje varcevalcev ne nosi nihée. V primeru propada
protokola, prevar, hekerskih vdorov ali slabih odlocitev decentraliziranega upravljanja
varcevalci niso zas¢iteni. Prav tako je omenil, da pri nekaterih zavarovalnicah Ze obstajajo
produkti za zavarovanje DeFi depozitov. Delno to sedaj regulira tudi MiCAR regulacija, ki
izdajateljem centraliziranih stabilnih kovancev nalaga zahteve o ustrezni kapitalski
ustreznosti. Odgovor je zakljucil, da formalne pravne zaS¢ite v DeFi Se ni.

Kot zadnje v tem sklopu sem sogovornika vprasal, kaks$na bi po njunem mnenju morala biti
regulacija DeFi. Banc¢ni strokovnjak zagovarja staliSc¢e, da ¢e DeFi protokol opravlja enako
storitev kot banka (npr. hranjenje depozitov), potem naj zanjo veljajo enaka pravila kot pri
bankah. Torej meni, da se bi moralo regulirati posamezne storitve ali produkte, ki so na voljo
uporabnikom. DeFi protokoli bi morali zaprositi za pridobitev licenc in biti nadzorovani,
tako kot druge financne institucije. Obenem pa je dodal, da bo tezko najti nacin za
vzpostavitev taks$ne regulacije in spremljanje njenega izvrSevanja. Strokovnjak iz kripto
podjetja si zeli regulacijo, ki bo uravnotezena, ne bo ovirala inovacij, a hkrati dala
uporabnikom ve¢ varnosti. Zaklju€uje, da mora biti tudi jasno definirana.
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5.3.3  Varnost in tveganja

V tem sklopu sem strokovnjaka spraseval o varnostnih vidikih in tveganjih DeFi depozitov
v primerjavi z ban¢nimi depoziti. Na vprasanje, kako varni so DeFi depoziti v primerjavi z
banc¢nimi, sta intervjuvanca podala nekoliko razliéna mnenja in omenila nove vrste tveganj
DeFi depozitov. Predstavnik poslovne banke je poudaril, da banke delujejo v strogo
nadzorovanem okolju in posvecajo veliko pozornosti operativni odpornosti svojih sistemov.
K odporni in varni infrastrukturi informacijske tehnologije jih od leta 2022 zavezuje Se
evropska regulativa DORA, ki bankam nalaga $e dodatne standarde informacijske varnosti
in odpornosti sistemov. Pri bankah je namre¢ klju¢no, da komitenti nikoli ne izgubijo
dostopa do svojih sredstev, ker lahko to privede do ban¢nega zloma. Pravi, da so nasprotno
DeFi veliko bolj odprt ekosistem, kjer so vstopne ovire za vstop na trg manjSe. Neprimerljivo
lazje kot banko, je ustvariti DeFi protokol in zaceti sprejemati depozite varéevalcev. Nizka
vstopna ovira je sicer dobra za inovacije, saj lahko vsakdo preizkusi svojo idejo. Po drugi
strani pa to pomeni, da na trg vstopajo neizkuSeni ali zlonamerni podjetniki. Za konec je
dodal, da je v preteklosti Ze ogromno varcevalcev izgubilo sredstva, ker so bili Zrtve prevar
DeFi protokolov ali pa so kupili stabilen kovanec, ki je izgubil vrednost v primerjavi z
ameriSkim dolarjem. Zaradi teh dejavnikov se mu trenutno DeFi depozit Se ne zdi varna
izbira. Strokovnjak iz kripto podjetja je odgovoril, da so DeFi depoziti bolj tvegani, Se
posebej zaradi mnozice novih protokolov in pametnih pogodb, ki se pojavljajo. Vendar pa
dodaja, da so se nekateri vodilni DeFi protokoli izkazali za zelo varne. Omenil je Aave in
MakerDAO, ki spadata med najveCje DeFi protokole za depozite in imata ze dolgo
zgodovino delovanja brez vecjih varnostnih incidentov. Za ta dva trdi, da sta tudi varnejSa
kot banke, saj sta z obsegom sredstev in skozi Cas dokazala zanesljivost pametnih pogodb.
Imata javno pregledano kodo, izvedene zunanje varnostne revizije in znane razvojne ekipe.
Prav tako sta delovala tudi med najvecjimi pretresi na kripto trgu. Smiselno se mu zdi
razlikovati med novimi protokoli, kjer je tveganje varnostnih lukenj ali prevar vecje in
uveljavljenimi protokoli, kjer je to tveganje bistveno nizje. V bankah te razlike med
ponudniki iz uporabniSkega vidika ni, ker regulacija zagotavlja vsaj minimalni standard
varnosti pri vseh bankah, medtem ko mora DeFi varevalec sam presoditi, kateremu
protokolu zaupa svoj depozit.

V nadaljevanju me je zanimalo, katera so najvecja tveganja pri DeFi depozitih. Strokovnjak
iz kripto podjetja je izpostavil tehnoloSko tveganje kode, tveganje stabilnih kovancev in
tveganje pri uporabi. Prvo tveganje izvira iz kode pametnih pogodb, ki lahko imajo napake,
ki jih hekerji izkoristijo in odtujijo depozite. Tudi domnevno varni protokoli so lahko tarca
naprednih napadov, zato sta kakovost kode in varnostne revizije pametnih pogodb izrednega
pomena. Stabilni kovanci predstavljajo drugo tveganje. So osnova za DeFi depozite.
Intervjuvanec opozarja, da lahko stabilni kovanci izgubijo vrednost 1:1 proti svoji referen¢ni
fiat valuti. Se posebej pri algoritmiénih stabilnih kovancih, kot je DAL, obstaja moznost, da
ob izrednih trznih Sokih algoritmi ne zdrZijo in kovanec izgubi vrednost. Na tveganje izgube
vrednosti niso povsem imuni niti centralizirani stabilni kovanci, kot sta USDC in USDT. To
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se zgodi med izrednimi nihanji na trgu kriptovalut, ko kratkotrajno izgubijo vezavo na
referencno fiat valuto. Pri tem je dodal, da so centralizirani stabilni kovanci podvrzeni Se
tveganju centralizacije izdajatelja kovanca. Podjetje, ki izdaja centraliziran stabilni kovanec,
lahko sredstva zamrzne in onemogo€i varCevalcem razpolaganje z njimi. Tretje veliko
tveganje pa so uporabniSke prevare. Varcevalci so lahko Zrtve spletne prevare, ¢e na laznih
spletnih straneh vpiSejo svoje privatne kljuCe. Zlonamerni posamezniki lahko v nekaj
sekundah ukradejo sredstva. Strokovnjak iz poslovne banke ni nasteval tehnoloskih tveganj,
je pa v svojem odgovoru na splo$no opozoril na moznost prevar in propadov DeFi
protokolov, kar dopolnjuje zgoraj navedeno. Izpostavil je, da odsotnost regulacije omogoca
zlonamernezem, da zavedejo ljudi s prevarami, kot jih je ze opisal njegov predhodnik. Prav
tako je posredno opozoril na tveganja skladnosti, kot so neizpolnjevanje zahtev glede
preprecevanja pranja denarja in financiranja terorizma, saj DeFi protokoli trenutno ne
izvajajo postopkov preverjanja svojih varCevalcev in ne izvajajo procesov proti
preprecevanju pranja denarja.

5.3.4 Poslovni model tradicionalnega ban¢nistva in DeFi

V naslednjem sklopu smo govorili o poslovnem modelu bank v primerjavi z DeFi ter
moznosti integracije DeFi tehnologij v ban¢ne produkte. Intervjuvanca sem najprej vprasal,
kako primerjata poslovni model ban¢nih depozitov z modelom DeFi depozitov.

Banc¢ni strokovnjak je razlozil, da banka hrani depozite varCevalcev in ta sredstva posoja
naprej kreditojemalcem. Pri tem imajo banke vzpostavljene modele ocenjevanja tveganj, ki
dolocajo komu in pod kaksnimi pogoji se lahko posodi denar. Zasluzek banke nastane iz
razlike med obrestmi, ki jih banka placa varéevalcem in obrestmi, ki jih prejme od
posojilojemalcev. Tudi DeFi protokol povezuje ponudbo varcevalcev in povpraSevanje
izposojevalcev. Sredstva varcevalcev posodi naprej kreditojemalcem. S sredstvi se ustvari
likvidnost v posojilnih bazenih, za kar varCevalec dobi deleZz prihodka od obresti.
Strokovnjak iz kripto podjetja je prav tako povedal, da razlike v poslovhem modelu ni. V
obeh primerih gre za finan¢no posredovanje med var¢evalci in posojilojemalci.

Oba pravita, da se razlike pojavijo v na¢inu izvedbe oziroma operativnem modelu. Kripto
strokovnjak je povedal, da imajo DeFi protokoli bistveno drugacen operativni model kot
banke. Slednje potrebujejo Steviléno ekipo zaposlenih na ve¢ podrocjih. Ukvarjati se morajo
z ogromno administrativnimi postopki, da izpolnjujejo vse zahteve regulatorjev. DeFi pa
uvajajo avtomatizacijo z algoritmi, ki nadomesc¢ajo ljudi. Pametne pogodbe avtomatizirajo
procese, kot so izracun obrestnih mer v realnem Casu glede na prej nastavljene parametre,
dolo¢ajo viSino vrednosti zavarovanja za posojila, avtomati¢no lahko likvidirajo in
poplacajo posojila, ko zavarovanje pade pod zahtevani prag. Taksno poslovanje zmanjsuje
operativne stroSke in pospesi procese, saj se transakcije in prilagoditve izvrSujejo v realnem
casu. Bancni strokovnjak je Se dodal, da je DeFi lahko bolj uc¢inkovit zaradi odsotnosti
posrednikov, kot so zaposleni v banki. Pametne pogodbe se namre¢ izvajajo ves cas.
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Samodejno lahko izvajajo na tiso¢e operacij. Po drugi strani opozarja, da bo trajalo Se precej
Casa, da se bodo v DeFi razvili tako dobri modeli tveganja, kot jih imajo banke. Slednje
imajo desetletja zgodovinskih podatkov za prilagoditve modelov upravljanja tveganj, DeFi
pa so na tem podroc¢ju Se na zaCetku. Sicer se strinja, da je nekaj najvec¢jih DeFi protokolov,
kot sta MakerDAO in Aave, dokazalo, da lahko kljub vsem trznim krizam delujejo
nemoteno.

Nato me je zanimalo, katere inovacije oziroma lastnosti DeFi bi po mnenju sogovornikov
lahko banke vkljucile v svoje produkte za varCevalce. Ban¢ni strokovnjak vidi veliko
potenciala predvsem v tehnologiji DeFi za izboljSanje ve¢ ban¢nih procesov. Pravi, da bi se
lahko tokenizirani depoziti in stabilni kovanci uporabljali pri ¢ezmejnih placilih. Uporaba
DeFi bi lahko povecala u€inkovitost pri poravnavi vrednostnih papirjev, kot so tokenizirane
delnice in obveznice ter pri deviznih poslih. Zgoraj naSteto sicer presega 0Zji pojem
depozitov, kaZe pa na $irsi trend, da banke raziskujejo uporabo teh tehnologij za nadgradnjo
razli¢nih storitev. Zato sem mu zastavil podvprasanje, kako vidi integracijo DeFi specificno
za depozite. Odgovoril je, da mu je privlaéna moznost zelo hitrega prehajanja med razlicnimi
DeFi protokoli za depozite in s tem lazje iskanje najboljSe mozne obrestne mere. Dodal je
tudi moznost uporabe drugih kriptovalut in tokeniziranih sredstev kot hipoteko za posojila.
Torej banke bodo v prihodnosti ponujale tudi zavarovana posojila s kripto portfeljem strank.
Kripto intervjuvanec vidi najvecje prednosti DeFi ravno v vi§jih obrestnih merah in vecji
fleksibilnosti varéevalcev, kar bodo po njegovem mnenju tradicionalne banke primorane
omogociti v prihodnosti. Kot druga prednost DeFi je izpostavil ve€jo transparentnost.
Varcevalci lahko v realnem casu spremljajo, kaj se dogaja z likvidnostnim bazenom, kjer
imajo depozite in tudi kaksno je stanje zavarovanja posojil, s katerimi so si posojilojemalci
izposodili sredstva. Nasprotno pa v tradicionalnem bancniStvu komitent zaupa banki, da
hrani njegove depozite in neposrednega vpogleda v to, kaj banka dela z njimi, nima. Tudi
banéni strokovnjak je omenil, da je pri bankah veliko stvari za uporabnika nevidnih, kar ima
prednost v poenostavitvi uporabniSke izkuSnje, a morda slabost v pomanjkanju
transparentnosti. Kljub temu banke zaradi regulative razkrivajo svoje bilance, kapitalsko
ustreznost in druge kazalnike, kar to nadomesca.

5.3.5 Integracija tehnologij DeFi v banc¢ni sektor

Na koncu smo govorili e o prihodnjem razvoju DeFi depozitov. Zanimalo me je, katere
dejavnike vidita kot klju¢ne, da bi DeFi depoziti lahko postali resna alternativa ban¢nim
depozitom. Povedala sta mi tudi, kaksno je njuno mnenje o hibridnih produktih, ki bi
zdruzZevali DeFi tehnologijo, sedanjo uporabnisko izku$njo in varnost ban¢nih depozitov ter
skladnost z regulativo. Oba intervjuvanca prihodnost vidita v hibridnih produktih in ne v
popolni zamenjavi DeFi z bankami. Strokovnjak iz kripto podjetja meni, da bo DeFi
tehnologija postala zaledna tehnologija ban¢nega sistema. DeFi, kot ga poznamo zdaj, ne
vidi v 8ir$i uporabi, ampak bodo banke uporabljale tehnologijo verizenja blokov in svoje
stare tehnoloske sisteme za izvrSevanje transakcij zamenjale s pametnimi pogodbami. Torej
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uporabniska izku$nja bo ista. Meni, da bodo banke Se obstajale in da bodo zaposleni v
bankah v podporo strankam kot do zdaj. Povprecen varcevalec verjetno sploh ne bo vedel,
da v ozadju deluje DeFi. Izpostavil je Se, da bodo banke zaradi DeFi tehnologije lahko
ponudile hitrejSe, cenejSe in bolj inovativne produkte. Bancni strokovnjak je odgovoril, da
je DeFina dolocenih podroc¢jih u€inkovitejsi od trenutnih sistemov bank in to banke pozorno
spremljajo. Meni, da bodo banke tehnologijo veriZenja blokov preucile in uporabile, ¢e bodo
videle priloznosti za ucinkovitost in varnost. Predstavil je nekatere aktualne razvojne
projekte nekaterih bank, ki se Ze dogajajo ali se bodo kmalu. Trenutno nekatere banke
predvsem Se eksperimentirajo z implementacijo DeFi v ban¢ne produkte. Navedel je zelo
zanimiv primer francoske banke Société Générale, ki je izdala tokenizirano obveznico in jo
uporabila kot zavarovanje v DeFi protokolu MakerDAO, da je proti njej najela posojilo v
stabilnem kovancu. Za institucije, zato DeFi niso ve¢ zgolj tehnologija s potencialom, ampak
tradicionalne finan¢ne institucije aktivno raziskujejo, kako lahko povezejo svoje regulirano
poslovanje z DeFi. Se vedno pa je regulacija omejitev pri hitrejSem povezovanju DeFi in
bank. Banke morajo poznati svojo stranko, nadzirati transakcije zaradi preprecevanja pranja
denarja in porocati regulatorju. Odprti in anonimni DeFi protokoli tega Se ne omogocajo.

Na vprasanje, kako vidita hibridne produkte za depozite, sta intervjuvanca odgovorila v
skladu s svojim pogledom na integracijo. Ban¢ni strokovnjak je tu omenil vlogo skrbniStva
digitalnih sredstev s strani bank. Meni, da bo vecina ljudi v prihodnosti uporabljala skrbniske
digitalne denarnice, ki jih bodo ponudile banke, saj povprecen varcevalec ne Zeli sam nositi
odgovornosti za varnost svojih privatnih kljucev in depozitov. Banke bodo najprej morale
zgraditi infrastrukturo za to skrbnistvo digitalnih sredstev, kjer bi lahko var¢evalci hranili
depozite v stabilnih kovancih in druge kripto zetone. Tudi kripto sogovornik je bil enakega
mnenja, ¢eprav je prista$ zasebnosti in samostojnega upravljanja s premozenjem, se strinja,
da povprecen varcevalec ne bo Zelel popolnoma samostojno upravljati svojih finan¢nih
sredstev. Tudi on vidi prihodnost v tem, da bodo banke ohranile svojo vlogo posrednika in
integrirale DeFi v svoje zaledne tehnoloske sisteme. Meni, da bodo banke bodo ponujale
nove produkte, ki bodo za delovanje uporabljali pametne pogodbe.

Na koncu me je zanimalo, kdaj bi banke nove hibridne varcevalne produkte ponudile
varCevalcem. Banc¢ni strokovnjak ocenjuje, da se bodo v prihodnjih nekaj letih nadaljevali
poizkusi in pilotni projekti. Prve bi lahko produkte na osnovi DeFi tehnologije ponudile
manjSe banke, nato pa bodo sledile tudi vec¢je banke, ko bo delovanje Ze bolj preizkuseno.
Pravi, da je veliko odvisno tudi od hitrosti regulatorjev, saj bi lahko z jasno regulativo banke
hitreje razvile skladen produkt. Kripto strokovnjak je rekel, da je teZko napovedati, vidi pa
trend, da se tradicionalne finance in DeFi zdruzujejo. Centralne banke z razvojem digitalnih
valut centralnih bank in poslovne banke z raziskovanjem tokeniziranih depozitov pravzaprav
ze uvajajo nekatere principe decentraliziranih tehnologij v klasi¢ni sistem. Oba sogovornika
menita, da bo kon¢ni uporabnik pri tem imel koristi v obliki boljSe uporabniske izkusnje,
hitrej§ih transakcij, vi§jih donosov na depozit in vecje izbire, brez obcutka povecane
kompleksnosti in tveganosti.
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6 DISKUSIJA

V tem poglavju so predstavljene kljune ugotovitve magistrskega dela, pridobljene na
podlagi pregleda literature in izvedene kvalitativne raziskave. V diskusiji bom primerjal
teoreticna izhodiS¢a z ugotovitvami intervjujev ter podal zakljucke, ali so DeFi protokoli
lahko izvedljiva alternativa bancnim depozitom. V nadaljevanju so sistematicno
obravnavane glavne raziskovalne teme in odgovor na raziskovalno vprasanje.

6.1 Klju¢ne ugotovitve

V sklopu magistrskega dela sem zelel ugotoviti, ali so lahko DeFi protokoli alternativa
ban¢nim depozitom. Odgovoriti sem Zelel na raziskovalno vprasanje in preuciti:

- uporabnisko izkusnjo,

- regulacijo in pravno zaS¢ita uporabnikov,

- varnost in tveganja,

- poslovni model tradicionalnega ban¢nistva in DeFi ter
- integracijo tehnologij DeFi v banke.

Na podlagi zbrane literature in virov ter rezultatov kvalitativne raziskave sem prisel do
ugotovitev, ki so povzete v nadaljevanju.

Intervjuja z ban¢nim in kripto strokovnjakom sta pokazala, da so DeFi depoziti v ¢asu
pisanja magistrskega dela Se bistveno manj primerni za varéevalce in zaupanja vredni kot pa
klasi¢ni ban¢ni depoziti. Uporabniska izkusnja pri ban¢nih depozitih je preprostejsa, saj so
postopki jasni, vodijo jih usposobljeni banc¢ni usluzbenci, medtem ko mora biti varcevalec
pri DeFi tehni¢no nadpovprecno izobraZen in samostojen pri upravljanju svojih sredstev.
Drugi dejavnik je tudi zaupanje, saj banke kot institucije tradicionalno uzivajo zaupanje med
varcevalci, ki ga DeFi §e niso vzpostavile. Glavni oviri za §irSo uporabo DeFi depozitov sta
zahtevna uporaba ter visoko tveganje pri uporabi DeFi platform. Povprec¢nega varcevalca
odvracajo upravljanje digitalne denarnice, varovanje zasebnih kljuev in strah pred
nepopravljivimi napakami pri uporabi, kot je izguba zasebnega klju¢a in nakazan denar na
napacen naslov. K nizki stopnji zaupanja prispevajo tudi Stevilni pretekli primeri izgub
sredstev in propadlih projektov v kripto industriji. Za omenjene ovire bi lahko bili reSitev
hibridni DeF1 produkti za ban¢ne depozite. Banke bi za varCevalce hranile digitalna sredstva
in zasebne kljuce. S tem bi lahko bil dostop do DeFi depozitov lazji in bolj varen.
Uporabniska izkuSnja bi bila podobna kot pri klasi¢nih ban¢nih depozitih, po drugi strani bi
se zmanjSala potreba po tehni¢nem znanju in za varcevalce bi odgovornost za upravljanje
depozitov in skladnost z regulativo prevzela banka.

Prednosti DeFi depozitov so visji donosi in vecja fleksibilnost za varcevalce v primerjavi z
ban¢nimi depoziti. Zaradi visoke konkurence in bolj stroskovno ucinkovitega delovanja so
obrestne mere visje kot pri ban¢nih depozitih. Varcevalci lahko sredstva tudi razmeroma
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hitro prestavijo iz enega DeFi protokola v drugega v iskanju boljSe obrestne mere za
depozite. Po drugi strani je zamenjava banke pocasna, pogajalska mo¢ komitenta pri
obrestnih merah pa omejena. DeFi omogocajo tudi nove financne storitve, kot so posojila s
kripto zavarovanjem, ki pri bankah zaenkrat niso mogoca. Po drugi strani se v DeFi Se
razvijajo modeli upravljanja tveganj, ki jih imajo banke ze bolj razvite zaradi dolgoletnih
izkuSenj in podatkov.

Na podrocju regulative in pravne zasite varCevalcev je med DeFi depoziti in ban¢nimi
depoziti velika razlika. Trenutnega pravnega okvira za DeFi depozite ni, evropska uredba
MiCAR izkljucuje decentralizirane protokole in DAO iz neposrednega nadzora. Posledi¢no
varcevalci DeFi depozitov nimajo nobene pravne zascite, ki jo varcevalci na bankah imajo.
DeFi depoziti prinaSajo nova tveganja, ki v ban¢niStvu niso prisotna. To so tehnolosko
tveganje kode in tveganje stabilnih kovancev, za kar varCevalci nimajo nobene pravne
zascCite. Tveganje kode lahko varcevalci zmanjSajo z uporabo protokolov, ki ze vrsto let
obratujejo brez vecjih varnostnih incidentov. Imajo pregledno odprtokodno kodo in redne
zunanje varnostne revizije. Bistvena razlika pa je, da v DeFi uporabnik sam nosi odgovornost
za izbiro varnega protokola, medtem ko v ban¢nem sistemu regulatorni nadzor pri vseh
bankah zagotavlja vsaj minimalne varnostne standarde.

V prihodnosti bi lahko bila namesto popolne zamenjave bank z DeFi, verjetna zdruZitev
tehnologij DeFi s tradicionalnim bancniStvom. Kot Ze omenjeno imajo hibridni produkti
velik potenical, saj bodo zdruzevali DeFi tehnologijo z obstojeco ban¢no infrastrukturo,
regulativo, varnostjo in uporabnisko izkusnjo. Tehnologija DeFi bo postala zaledna
tehnologija ban¢nega sistema. Torej banke bi lahko transakcije izvajale s pametnimi
pogodbami, medtem ko bo uporabniSka izkuSnja za stranke ostala enaka kot dosle;j.
Povprecni varcevalec tako morda sploh ne bo vedel, da v ozadju deluje DeFi. Banke bodo
hranile digitalna sredstva in zasebne kljuce varCevalcev. Veliko bo odvisno od hitrosti
regulatorjev. Jasna regulacija bi bankam omogocila hitrejsi razvoj skladnih DeFi produktov.
Varcevalci bomo imeli od tega koristi v obliki hitrejSih transakcij, vi§jih obrestnih merah za
depozite in vecje konkurencnosti trga, brez povecanja kompleksnosti in tveganj.

Odgovor na glavno raziskovalno vprasanje: » Ali znotraj protokolov DeFi obstaja tehnoloSka
moznost za alternativo ban¢nim depozitom?« je zaradi zgoraj naStetih dejavnikov in
rezultatov raziskave negativen.

6.2 Omejitve in priporocila za nadaljnje raziskovanje

Pri pisanju magistrskega dela sem se tako v teoreticnem kot tudi v empiri¢nem delu soocal
z dolocenimi omejitvami, ki vplivajo na kon¢ne ugotovitve. Ena od omejitev teoreti¢nega
dela je pomanjkanje znanstvene literature, saj je podroc¢je DeFi, zlasti z vidika uporabe za
bancne depozite, razmeroma novo in Se neraziskano. Na tem podrocju Se vedno primanjkuje
empiri¢nih znanstvenih raziskav. Prav tako je razvoj tehnologije bistveno hitrejsi od njenega
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znanstvenega in zakonodajnega razvoja, kar lahko vpliva na aktualnost dolo¢enih
ugotovitev.

Empiri¢ni del raziskave je temeljil na delno strukturiranih intervjujih z dvema
strokovnjakoma, kar predstavlja relativno omejen vzorec za raziskavo. Ker je bila
uporabljena kvalitativna metoda, so pridobljeni podatki subjektivne narave in odrazajo
osebna staliS¢a intervjuvancev. Oba sogovornika sta strokovnjaka s podrocja tehnologij
DeFi, vendar sem si v okviru raziskave prizadeval pridobiti tudi mnenje regulatorja, da bi
zagotovil bolj uravnotezen in celovit vpogled v obravnavano problematiko. V ta namen sem
zelel izvesti intervju z viceguvernerjem Banke Slovenije, dr. Markom Pahorjem, vendar z
njim zal nisem uspel vzpostaviti kontakta. Kljub temu sem z intervjujem s predstavnikom
poslovne banke pridobil SirSo perspektivo institucij do obravnavanega podro¢ja. Omejitev
raziskave predstavlja tudi dejstvo, da so bile zaradi obseznosti tematike in omejene dolzine
magistrskega dela posamezne vsebine obravnavane zgolj okvirno, brez moznosti
poglobljene analize.

Za prihodnje raziskave bi bilo smiselno razSiriti vzorec sogovornikov ter vkljuciti Se
predstavnike centralne banke in regulatorjev. S tem bi se zagotovil SirSi nabor podatkov ter
bolj uravnotezena in primerljiva analiza. Priporocljivo je tudi vklju¢evanje metodoloske
triangulacije, na primer s kombinacijo intervjujev, anket in fokusnih skupin, saj bi to
pripomoglo k vecji zanesljivosti rezultatov. Za nadaljnje raziskave priporo¢am raziskovanje
v smeri razvoja hibridnih DeFi produktov za ban¢ne depozite.

7 SKLEP

Z razvojem druzbe in napredka tehnologij, ki pomembno izboljSujejo produktivnost na vseh
ravneh zivljenja, morajo tudi banke stopiti v korak s casom. Klju¢no je, da preucujejo nove
tehnologije in prilagajajo delovanje svojih procesov.

Skozi pretekla leta je popularnost trga kriptovalut povzrocila veliko zanimanje za DeFi.
Danes imajo vecjo veljavo predvsem zaradi svojega tehnoloskega potenciala, kot pa zaradi
Spekulacije po hitrem zasluzku s kripto Zetoni. DeFi predstavljajo pomemben razvoj na
podrocju digitalizacije in avtomatizacije finan¢nega sistema. S celovito analizo DeFi je
ocitno, da ima pravilen nadaljnji razvoj tehnologije verizenja blokov skupaj z razvojem
ustrezne regulative potencial za napredek tradicionalnih financ in v okviru tega tudi ban¢nih
depozitov. Ta tehnologija bi lahko ob povezavi s skrbniStvom in varnostjo bank, izboljsala
trenutno stanje trga in omogocila hitrejSe izvajanje finan¢nih transakcij. Vecja konkurenca
med bankami in zagotavljanje stalne razpoloZljivosti financ¢nih storitev brez geografske ali
institucionalne omejitve je po mojem mnenju kljucni doprinos DeFi za varcevalce.

Skozi magistrsko delo sem prikazal tako negativne kot pozitivne lastnosti DeFi za ban¢ne
depozite, jih analiziral, dosegel cilja in oblikoval klju¢ne ugotovitve. Delo s tem prispeva k
razumevanju, kako se lahko ban¢nistvo preoblikuje z uvajanjem tehnologij DeFi. Izpostavil
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sem, da bodo varcevalci imeli pozitivne koristi te tehnologije, le ¢e bo razvoj potekal v smeri
varnih, reguliranih in uporabniku prijaznih produktov za depozite.

DeFi so v trenutni obliki mozna alternativa banc¢nim depozitom, predvsem za manj$ino
tehnoloskih navdusencev, ki lahko riziko in vso odgovornost za svoja dejanja nosijo sami.
Menim, da bodo tradicionalne banke in DeFi v prihodnosti vedno manj direktni konkurenti,
temvec bodo vse bolj povezani v novi obliki finan¢nih hibridnih produktov za depozite. Tako
bodo DeFi tehnologije sluzile kot avtomatski program za izvrSevanje transakcij in
oblikovanje novih produktov za varCevanje, banke pa kot most med inovativno tehnologijo
in varcevalci. Magistrsko delo potrjuje, da DeFi lahko v prihodnosti izboljSajo produkt
ban¢nih depozitov, predvsem z vidika avtomatizacije, donosnosti, fleksibilnosti in
dostopnosti, medtem ko trenutno Se niso ustrezna alternativa z vidika uporabniske izkusSnje,
regulative in varnosti za varcevalce.
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PRILOGA






Priloga 1: Vprasalnik o alternativnih tehnologijah DeFi za bancne depozite

Splosna primerjava in uporabniska izkusnja
- Kako bi primerjali ban¢ni depozit in depozit v DeFi z vidika povprecnega varCevalca?

- Kako ocenjujete uporabnisko izkuSnjo za depozit v DeFi, v primerjavi z ban¢nim
depozitom?

- Kaj menite, da ovira ve¢jo uporabo DeFi depozitov med povprec¢nimi uporabniki?

- Katere prednosti, ki jih ban¢ni depoziti nimajo, ponujajo DeFi depoziti?

Regulacija in pravna zascita varCevalcev

- Glede na to da MiCAR regulacija doloca pravila za centralizirane ponudnike kripto storitev
in centralizirane izdajatelje kripto sredstev, ne pa za DAO, ki upravljajo DeFi protokole -
kako naj bi bili po vasem mnenju slednji regulirani?

- Na kaksen nacin bi lahko regulatorni organi sodelovali z razvijalci DeFi za vzpostavitev
regulacije, ki ne bi zavirala inovacij?

- Kaksna je trenutna pravna zas¢ita uporabnikov DeFi?

- Zavarovanje depozitnih vlog na bankah in DeFi je drugac¢no. V Evropski Uniji so depoziti
na banki vkljuceni v jamstvo za vloge pri centralnih bankah do 100.000 €, kako je s tem pri
DeFi depozitu?

- Kako bi lahko zagotovili zas€ito uporabnikov na primeru DAO, kjer ni dolo¢ene pravno
odgovorne entitete?

Varnost in tveganja
- Kako ocenjujete varnost depozitov v DeFi v primerjavi z varnostjo depozitov na bankah?
- Katera so po vaSem mnenju najpomembnejsa tveganja pri DeFi depozitih?

- Kako bi ocenili razmerje med donosom in tveganjem pri DeFi depozitih v primerjavi z
ban¢nimi depoziti, mogoce tudi tveganje ki ga z Defi depozitom sprejmes?

- Kaksna tveganja predstavljajo izdajatelji stabilnih kovancev pri DeFi depozitu?



Poslovni model tradicionalnega banc¢nistva in DeFi

- Kaksne so razlike v poslovnem modelu ustvarjanja donosa na depozit pri ban¢nih depozitih
in DeFi depozitih?

- Katere inovacije oziroma lastnosti DeFi depozitov bi po vasem mnenju lahko banke
integrirale v svoje depozitne produkte?

- Kako vidite prihodnost hibridnih produktov za depozit, ki bi zdruzevali skladnost z
regulacijo bank in tehnoloske inovacije DeFi?

Integracija DeFi v ban¢ni sektor

- Kateri dejavniki na podrocjih regulacije, tehnologije, ekonomskega modela ali drugje, so
potrebni, da bi DeFi depoziti lahko postali alternativa tradicionalnim ban¢nim depozitom?

- Na katerih podroc¢jih DeFi depoziti Ze zdaj presegajo bancne depozite?



